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Welcome

Thank you for using our Digital Surveillance System (DNA7000(DNA7000(DSS)))!
This user’s manual is designed to be a reference tool for operation of your system.

Here user may find detailed operation information about DNA7000(DNA7000(DSS)).

vii



Important Safeguards and Warnings

Please read the following safeguards and warnings carefully before using the product in order

to avoid damages and losses.

Note:

Do not expose the device to lampblack, steam or dust. Otherwise it may cause fire or
electric shock.

Do not install the device at position exposed to sunlight or in high temperature.
Temperature rise in device may cause fire.

Do not expose the device to humid environment. Otherwise it may cause fire.

The device must be installed on solid and flat surface in order to guarantee safety under
load and earthquake. Otherwise, it may cause device to fall off or turnover.

Do not place the device on carpet or quilt.

Do not block air vent of the device or ventilation around the device. Otherwise, temperature
in device will rise and may cause fire.

Do not place any object on the device.

Do not disassemble the device without professional instruction.

Warning:

e Please use battery properly to avoid fire, explosion and other dangers.

e Please replace used battery with battery of the same type.

e Do not use power line other than the one specified. Please use it properly. Otherwise, it may
cause fire or electric shock.

Special Announcement

viii

This manual is for reference only.

All the designs and software here are subject to change without prior written notice.

All trademarks and registered trademarks are the properties of their respective owners.
If there is any uncertainty or controversy, please refer to the final explanation of us.

[Please visit our website for more information.



1 Overview

DNA7000(DNA7000(DSS)) Platform is software for user to manage DNA7000(DNA7000(DSS))
and it has the following functions:

Multi-device, multi-channel real time monitoring and record playback
Local snapshot, record mark and etc. of playback record

E-map function allows user to position the device at any time.

Audio intercom allows client to communicate with front-end device and broadcast.
Video intercom, remote unlock and talk

Easy management and Control TV Wall display synchronously.
Customize monitoring plan and supports multi-channel/window video tour.
Alarm activation with alarm video

Mouse simulating rocker to control PTZ

Fisheye and speed dome link

Access control, alarm controller arm/disarm

Behavior analysis, people count, heat map.

DNA7000(DNA7000(DSS)) Client has four types:

C/S Client

B/S Client, see Ch. 2.1
Android Client

iOS Client



2Configure System

Before you use the platform, please follow the steps listed below to set the initialization
information.

2.1.1Startup

Connect the power supply and startup.

The first time you startup, system will format the hard disk automatic, may take you about 10
minutes, please be patient.

Note:

DNA7000(DNA7000(DSS)) Built-in one 1T corporate hard disk, if system starts abnormal, need
to check whether the hard disk is loose.

Before you use the platform, please set system IP address.
DNA7000(DNA7000(DSS)) default IP address:

> port1:192.168.1.108

> port2:192.168.2.108

» port 3:192.168.3.108
>

port 4:192.168.4.108

2.1.2Set System IP Address

Before you use DNA7000(DNA7000(DSS)) platform, please set system IP address.
DNA7000(DNA7000(DSS)) default IP address:

» port1: 192.168.1.108

» port2: 192.168.2.108

> port3: 192.168.3.108
>

port4: 192.168.4.108

2.1.3Get IP Address

If you forget DNA7000(DNA7000(DSS)) platform IP, user may find it back via ConfigTool. Use
version later than General_ConfigTool_Eng_V3.21.0.R.151219.exe.



1) Use Ethernet cable to connect DNA7000(DNA7000(DSS)) system to PC. Open ConfigTool,
see Figure 2- 1.

=

Find number of devices: 0 P (Nl Al A ! ! f"':nelrgsnj (E Login ) r Setting )l (Bal(h Mapej

No. Type Meodel P TCP Port HTTP Port Subnet Mask Gateway MAC SN Version Operate

|| Search by IP domain

Start I 101560

IPNumber | 1

Default UserName admin

Default Password

[

—_

Figure 2

2) Click Refresh, it shows device list and related information searched in LAN, including
DNA7000(DNA7000(DSS)). See Figure 2- 2.

Find number of devices: 99 IPvd | & || Other | S 9 f ‘ﬂi_n ol Se‘mg | [Batch Mode |

TCP Port HTTP Port  Subnet Mask Gateway Version Operate

32 [Dss DSS 172.7.57.157 5050 80 255.255.0.0 172701 4c11bf0b:66:03 | 1C00839PA8.. (6.02000 | 4 @
33 DSs DSS 1727.56.61 5050 B0 255.255.0.0 172701 4c:11:bf0b:66:0e | 1CODB39PAS... | 6.03.000 ﬂ e
34 DS3 D355 172.7.55.190 5050 80 255.255.0.0 1727.0.1 Sc:5cBedf4f29 |9c5cBedfd.. | 3.22.000 # e
35 Dss DSS 172757.101 5050 B0 255.255.0.0 172701 f8:bc12:4e:3f b6 |fB:bcl2der. |3.22.000 # e
36 DSs Dss 192.168.2.190 5050 B0 255.255.255.0 192 168.2.173 |ScScBedfdfla (9cScBedfd.. 5.22.000 # a
37 D35 D55 172.7.56.60 5050 80 255.255.0.0 4c:11:bf:0b:66:0a | 1234567890... |3.20 # e
38 Dss Dss 17275676 5050 B0 255.255.0.0 172701 4c:11:bf:25:33:d9 | 1E03F27PE... | 6.03.000 # e
e - - amm = e ~n e amm———a .~ - .. 2 mm maa e
Figure 2- 2

2.2 Quick Guide

Please input http://ip/config on the IE and then click Enter button. System pops up the following
dialogue box. See Figure 2- 3.



Config System

Username:

Password:

Figure 2- 3

1) Please input user name and password. System default user name is admin and password
is 123456.

Note: For security reason, please change your login password after you first login. Password
can contains number, letter, underline and other symbols.

2) The system shows Quick Guide interface, see Figure 2- 4.

Quick Guide
Server Config
5 Select network mod o
Basic

=2
Email Server
Storage Config
Self-check
System Upgrade

Advanced Setting

& and Reboot

Figure 2- 4
3) Configure TCP/IP.

» Select appropriate network mode, and set IP address, subnet mask, gateway and etc.
for different Ethernet cards.

» Click Save and Reboot. If you do not want to configure, please click Skip.
If you click Skip, the system will operate according to current IP and perform next config.

Note:



4)

Multi-address mode: known as multi-Ethernet card mode, you have more than one
segment can configure with different segments; this mode requires higher network
reliability.

Such as: configure hot spare, which requires Ethernet 2 with hot spare server beat IP; as
well as being used in plan with ISCSI extended storage. While, under planning of Ethernet
port: Ethernet port 1 as server communication, port 2 as reserved, port 3 and 4 as ISCSI
storage.

Load balancing: known as Ethernet card binding mode, suitable for condition that requiring
higher network band width, and used in plan of high performance demand or non-ISCSI
storage.

Fault-tolerant mode: (master-spare strategy) Only one device is in active status, and when
one device goes down, the another immediately switches from hot spare to master device.
MAC address is visible from outside. Viewing from outside, bond MAC address is exclusive
in order to switch disorder. This mode only provides fault tolerant function; so this algorithm
may improve usability of network connection, but its resource utilization is low as there is
only one port in working status and when there are N network ports, its resource utilization
is 1/N.

Advanced binding: used to let user select quantity of Ethernet card to be bound when the
Ethernet card mode is load balancing, in order to achieve stream forwarding over 1K by
one Ethernet card; for example: 2 IP bindings, plus 2 multi-addresses, this server can have
3 IPs, and bound IP bandwidth is 2K, the other 2 are 1K, suitable for pure stream
forwarding scene (storage not recommended).

LAN/WAN mapping config.

Configure IP address, router address and each type of server port. Click Save and Next. If you
do not configure, then click Skip.

Note:

If the system access WAN via router LAN/WAN mapping, then you need to fill in WAN. If the
system address and port info of related Ethernet port. If no port is mapping, then user may main
port config. Address of router is the address accessed by WAN.

5)

Click @ next to each server name, user may view related server definition, see Figure 2-

5.



Quick Guide

e m ot sackp mm

em visits WAN via internal and external mapping of router, then you need to fill in WAN address and port information. If no port mapping, then you do not need

Figure 2- 5
6) Master/slave server selection.

By default, the system uses master server, and if you want to set it to slave server, please select
Slave. See Figure 2- 6. Click Save and Next. If you do not configure, click Skip.

e A zpeing S o eep mm

Defau:

Quick Guide

Advanced Setting

Figure 2- 6
2
Note:

Server in a distribute system has two types: master and slave. There is only one master server
and the rest are slave servers. Master server is the only controller which manage data, device
and dispatch other distribution work. In the system, only master server will enable database
(mysq|l server) , tomcat and CMS and etc. Role of distribute server includes device input +
forward + storage, only enable corresponding function services, such as DMS, MTS, SS, ARS,
PCPS and etc. The entire system has only one port to user which is master server IP address.

7) Hot spare.

1. If the system configures hot spare, when master server goes down, hot spare server
will replace master server and continue working, to main system stability. When
master server recovers, the system will switch back to master server, see Figure 2- 7.



server, fill in the

An IP not used in network segment and is configured with
virtual IP. No matter where master server or hot spare server

Virtual IP . . .
works, they all can be accessed via virtual IP without
distinguishing master and hot spare servers.

Mask Mask info.

Hot spare server IP address, known as address of port 1 of hot

Spare IP

spare server.

Spare beat IP

Hot spare server beat IP address, known as address of port 2 of
hot spare server.

Spare config system user
(password)

Hot spare server CONFIG SYSTEM account and password.

Clear Alarm Data

After hot spare is configured, the system will auto sync master
data with spare. If master alarm information is too much which
causing long time for sync, it will clear alarm data on master
server when hot spare is enabled by default.

2. Before the system starts hot spare, first make sure the master server and hot spare
server are correctly configured physically and port 2 of both master and hot spare
servers are connected via Ethernet cable within the same segment. Port 1 of both
master and hot spare servers is configured to have different accessible addresses
within the same segment. See Figure 2- 8.

3. Configure virtual IP, hot spare server IP and etc., click Save and Next. If you do not
configure, then click Skip.




Active Server Keepalive Hot standby Server

Lan2 Lan2 h

Llan1 I 192.168.1.110 192.168.1.111 | lan1
172.7.1.166 <3 172.7.1.169
VIP
172.7.1.5
Figure 2- 8

Note: During hot spare, we do not recommend to use master and hot spare servers as central
storage.

8) N+M.

The system shows “N+M” interface, see Figure 2- 9.N+M backup is for mechanism of slave
server in a distributed system. After a distribute server add redundant server, if this slave server
goes down and cannot reboot in 60s, CMS will allocate device and business of this slave server
to redundant server, meantime it will save record on disk of redundant server.

1. First login config system of the slave server you want to configure, in distribute, select
Slave, see Figure 2- 9.

Quick Guide

Figure 2- 9

2. Fillin master server IP, see Figure 2- 10.



Quick Guide

=

Server Config

Configure center server IP address.

Email Server

Storage Config

Self-check

System Upgrade
Advanced Setting

Figure 2- 10

3. Login master server config system, in N+M interface, user may see all slave servers, see
Figure 2- 11.

Quick Guide

Server Type Operation

Figure 2- 11

4. Select corresponding slave server, in “Enable” column, enable button, and after server

reboots, Server Status shows . which means that slave server can be used as normal,
see Figure 2- 12.

Name Se Enable ype Operation

[)

Figure 2- 12

5. If you want to configure redundant server for slave server, select slave server you want to
configure it to redundant server. In Enable column enable button, and in Server Type
column modify server type to be non-redundant server type.

6. Select one slave server, click - button, the system pops up edit box, see Figure 2- 13.

Select redundant server on the left, click Add to add it to the right, click OK.



Mame Running Status Server Target Operation

3 + ¥

Figure 2- 13

After set redundant server, user may see Figure 2- 14.

Name Server Status Enable Server Type Operation

Figure 2- 14

When distribute server goes down, redundant server will replace it in 60s and you may view
status of redundant server.

Click - button next to redundant server, to view info in home server mounted by redundant

server and current operation status. See Figure 2- 15.
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e ————

Name |1?2.?.5?.252 S e
Home Server
MName Main Server Status Alternate Server Status
20.2.39.50 Z» Running
Figure 2- 15

Note:

Server status: green means that distribute server is running, when you add device, user
may mount it on current distribute server; grey means that the distribute server is not used,
when you add device, this distribute will not be shown in server list; blue means that this
server is redundant.

Enable: highlight means that server is enabled. Grey means disabled.

Server Type: highlight means that it is distribute server for now; grey means that it is During
N+M backup, certain data will be lost depending on size of stream.

When redundant server is working, the record originally saved on slave server can be
searched but cannot be played, but if original slave server has been recovered from
abnormality but the device has not been moved back, those records on original distribute
server can also be played.

When distribute server recovers, user may manually move back device to original slave
server. In Figure 2- 16, click the red button, now user may search and playback record in
both slave server and redundant server.



Name Main Server Status Alternate Server Status

s

Figure 2- 16

9) Set Time. The system shows Time interface, see Figure 2- 17.

Quick Guide

(UTC-08:00)Beijing, Chengging, Hong Kong, Urumai v

Figure 2- 17

1. Configure time zone and time, default is UTC+08:00, it can quickly sync with PC.

If there is NTP server, you may configure to ensure accuracy of DNA7000(DNA7000(DSS))
time.

Non-central servers do not have NTP function.
2. Click Save and Next, if you do not configure, please click Skip.
Note:

When NTP sync with server, scene are not the same:

12



NTP sync may target server at a specific server (has NTP function) to sync time, while only can
remain syncing with one server.

Remain sync time:
Sync time on Manager-end, it sync serves of entire group related to this server.

Hot spare, master/slave server time config, user may check NTP sync, enter identical server IP,
and see Figure 2-18:

TCP/IP LAN/WAN Mapping Hot Spare

Configure time zone and time, you also can sync time via NTP server.

{UTC+08:00)Beijing, Chongqing, Hong Kong, Urumgi

syne e
[
Manual Update

po2ns |

Figure 2- 18

10) Configure Email.
The system shows Email interface, see Figure 2- 19.

Support yahoo, gmail, hotmail. For yahoo and gmail mail box, it only supports SSL encryption,
and for hotmail mail box, it only supports TLS encryption.

Configure email server. When alarm occurs, this email server may send email to specific user.

Figure 2- 19
SMTP Address Fill in email server address.
Port Fill in email port.
Username and Password Username and password of email box sends out email.
Sender Mail Address Email address.
There are 3 types, 1. No encryption, 2. TLS encryption, 3. SSL
Encryption Type encryption. Method of encryption can be wused for
inter-organization email server.
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Test Recipient

Enter email address of a test receiver, click Mail Test. So he/she
can receive a test email to check the email setup.

11) Fillin all contents, click “OK”. Reboot server.

2.3 Segment

TCP/IP config, LAN/MAP mapping are same as config in wizard, skipped here.

2.4 Server

Click Server Config on the left, see Figure 2- 20.

Quick Guide

Segment Setup

Server Config

Figure 2- 20

e CMS:
This function is mainly for registration of CMS device mount on N+M back.

Auto register device: need to fill in server IP and CMS port (by default ARS server port is 9500),
if you directly write server IP, then when the server goes down, redundant server will replace,
and the Auto register device cannot register to redundant server.

To prevent this situation, when you register it, fill in hot spare VIP for server IP, and fill in port as
port of CMS (9500 by default).

By auto registering Auto register device, when server has redundant server replacement, it can
be used as normal.

Note: This function requires specific device (please refer to the device).

e SS
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Max locked record ratio: record lock function, currently only support to lock center record; after
record is locked at client, when storage disk is full and overwrites, it skip locked record and
overwrite non-locked record.

Default ratio is 10, and user can customize size of lock record.
e ARS:

Auto register server IP is server port, which is 9500 by default. It can be modified as long as
identical with registration on device.

Stream type: self-adaptive, main stream and sub stream.

Self-adaptive: when access client, according to client setup, stream self-adapts to change.
Main stream: when access client, do not affect by client setup, stream type shows main stream.
Sub stream: when access client, do not affect by client setup, stream type shows sub stream.

Currently stream type setup is valid for static connection auto registration device (device auto
register type, please refer to device).

e PCPS

This option is for third party device connection. Pleas maintain default setup.

In DNA7000(DNA7000(DSS)) Manager-end interface, add device, click auto search. See
Figure 2- 21.

Figure 2- 21

Server support auto search, see Figure 2- 22.
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Figure 2- 22
e PTS server
Picture storage server port, 8081 by default.
e SCS server

SCS server config, current version is config item of video talk server. Default is in Figure 2- 23.

- CM5 DMS 55 ARS PCPS 5050 PTS

Segment Setup

Figure 2- 23

Server address: server IP, port is 5080 by default. On device registered via sip server, the port
must be identical. See Figure 2- 24.
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Project Settings

IP Address . - 56 - 180
Network Port

User Name

Password

Realm

Enable Status

Figure 2- 24

2.5 Basic Config

e  Account modification: login config account, modify login password.

e  System maintain: support to reboot, shut down and restore.

Restore default: it will clear database and restore default status.

Reset password: reset backstage config/system/root user login password.
e Time setup

Function in wizard, skipped here.

e Web access port setup

In case web port 80 is occupied, you must modify to other port and assess the system again by
entering IP address plus port no.

i.e.: port no. is changed to 801, the IP address shall be followed by “ip:801”. See Figure 2- 25.
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w 172755182

File Edit View Favorites Tools Help
hs My Testlink1.9.10(EI D1eG0) B Windows 7 language pack... & | Suggested Sites v &) Web Slice

DSS

Digital Surveillance System

Figure 2- 25

e Add static router

In environment of single Ethernet card or multi-Ethernet cards, you may be able to access more
than one network segment via router, here add static router addresses of these routers to
prevent network address error.

e Ping check

Enter IP, click Apply, test whether platform server and other network are the save, and ether
loss of packet exists.

e Log

Support unit in day, to download server log of entire system.

2.6 Email

Email config is the same as in wizard, skipped here.

2.7 Storage

Storage config includes local config and network config.

18



e Local config: plug hard disk to local server, and user may directly format hard disk and set
type of video or picture.

Set to picture, this disk only stores picture info; set to video, this disk only stores video info; see
Figure 2- 26.

Quick Guide ‘ 7| e

Segment Setup

—— | | = Refesh | | B Format |
ot 5 Crte 4D T

Basic Siot Info/RAID Type  Ca ee ) Stay i stan Operation
Map s RAIDS
Disk Name Slot Info/RAID Type Capacity(GB) Status Health Status Operation

Email Server

Storage Config

Self-check

System Upgrade

Figure 2- 26

Click Create RAID Type, to create Raid and improve data security.
Note:

Raid is a simple technology which can improve external storage solution which can be selected
according to actual scene need. Currently the platform supports setup of multiple Raid methods,
and user can customize this.

See Figure 2- 27.

Create RAID Type n

Capacity(GB)

Figure 2- 27

Local config can set hot spare: local hot spare and global hot spare. Local disk may be selected
to be hot spare. When other disks in use are failed, it can replace any of them.

Local hot spare: select one designated Raid group. (current only supports Raid5).
Set hot spare:

1. Select hard disk: select button to set hot spare, see Figure 2- 28.

Disk Name Capacity(GB) Used Space{GB) Free Space(GB) Disk Type Status File System Status Operation

Set Hot Spare
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Figure 2- 28

2. After click the button, see Figure 2- 29 and select hot spare type.

Set Hot Spare

Local n

Local

Global
T

Figure 2- 29

If you select local hot spare (only support Raid5): locally select one raid5 group.
Set Hot Spare

Local v

jaeyma |+ |

Idevirmd

Figure 2- 30

After setup is successful, view Raid5 group which has one additional hot spare disk. When any
one of raid5 disk is broken, local hot spare will continue working.

Used Space(GB) Free Space(GB) Disk Type tatl File System Status
Not set

Status

Figure 2- 31

e If select global hot spare. See Figure 2- 32.

20



21

Set Hot Spare

Figure 2- 32

After setup is successful, when any one storage disk in server is broken, global hot spare disk
will replace it and continue working.

Mot set Not formatted Activat..

Mot formatted Activated,Global Hot Spare

Figure 2- 33

e Network disk: via network add other storage server, such as ESS, DNA5024 (before
adding, please configure Raid disk on storage server).

After you add it, you must format this disk, and set it to video or picture, same as “local disk
config”, see Figure 2- 34.

Quick Guide mas

Segment Setup
Server Config i T il

Basic

Email Server

Status Node Name Volume Name Disk Type Capacity{GB)  Used Space(GB) ee Space(GB Usemame  File System Status Opera

Storage Config

Self-check

System Upgrade
Advanced Setting

Figure 2- 34

For the added storage server, it has been added and used by other server, then the Raid group
info will be abnormal, see Figure 2- 35.

Disk

Status Node Name Volume Name Disk Type Capacity(GB) ed Space(GB, ee Space(GB) Username File System Status Operation

Figure 2- 35

If you have to use this disk, click Rob, and click - when you see prompt, click OK.

See Figure 2- 36.



‘Warning

Figure 2- 36

After robbery, the server can immediately use this disk to store.

2.8 System Self-Check

At the upper left corner of system self-check interface, it shows system real-time operation
status. means normal, B means abnormal, see Figure 2- 37.

Config System , .,

Figure 2- 37

Click to see corresponding details.

e  Application check: it shows current system running server, database, FTP server operation
status, see Figure 2- 38.

e Network Check  Hardware Check  Disk Check

Segment Setup.
Server Config

Email Server

Storage Config

Self-check

System Upgrade

Advanced Setting

Figure 2- 38

e Network check: it shows current Ethernet card status and real-time stream in/out flow, see
Figure 2- 39.
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Hardware Check

Disk Check

Storage Config

Selfcheck

System Upgrade

Advanced Setting

Figure 2- 39

e Hardware check: it shows current system running status, and real-time data, see Figure 2-
40.

Application Check  Network Check

Disk Check

Storage Config

Self-check

System Upgrade

Advanced Setting

Figure 2- 40

e Disk check: it shows current system real-time mounted HDD operation status, including
mounted hard disk of Raid disk in network storage server, see Figure 2- 41.
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Application Check Network Check Hardware Check

Figure 2- 41

2.9 System Upgrade

The system supports one-click WEB upgrading, compatible with tool upgrading, see Figure 2-
42.

System Upgrade

Advanced Setting

Figure 2- 42

2.10 Advanced Config

Master/slave config, hot spare config, N+M config are same as in wizard, so skipped here.

2.11 WEB System Parameter Config

2111 Login WEB

User may refer to the following steps to login DNA7000(DNA7000(DSS)) manager. In Internet
Explorer, input IP address of DNA7000(DNA7000(DSS)), press Enter. You will see Figure 2-44.

Default username is system. Default password is 123456.
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Digital Surveillance System

Username system
Password | eseses
User Type | Admin v

Remember Password

Login

Figure 2- 43

Parameter Requirement

Download C/S client.

IE control download.

Download iPhone version, Android version and scan QR code to
download client.

IE config tool download.

Config tool download.

Help manual download.

Enter config system.

Inﬂnﬂnﬂ

Note: User may download DNA7000(DNA7000(DSS)) Client on this login page. If it is your first
time login DNA7000(DNA7000(DSS)) Manager, please add its IP address into the trusted site
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of your explorer.

2.11.2 License

It is just for pure software version currently, when you finished the install, the system only
provides a trial version with 30-day basic video function, if system need support much more,
include channel number, add-ons, and more long, can contact the business man to apply.

1) Login DNA7000(DNA7000(DSS)) Manager.
2) Click License at the upper-right corner.

The system provides a trial version support basic video function with 30-day and 100
channels default.

3) user may apply for a 30-day value-added function trial, currently, the system support
POS, People Count, Video Talk, Trial only free 100 channel and 30-day

4) user also may purchase the service. Click Buy bar, see Figure 2-45.

Figure 2- 44

5) Enter number of channels you want to purchase, click Export.

6) Send exported License file to supplier, and after you have gotten activation file, click Import
to import it into the system.

Note:

If the device is whole unit model (DNA6500 or DNA7000), then its control of right may be
different from pure-software server. A whole unit device can only control device boot up while
cannot limit channel quantity.

1) Check module you want, such as check POS and flow count, click OK, and then export file.
See Figure 2-46.
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Figure 2- 45
2) Send the file you just exported to salesperson.

3) After salesperson receive the file, import the file, see Figure 2-47.

Import

Figure 2- 46

4) After file is imported, refresh page, it shows module which user may select to support, see
Figure 2-48..

Figure 2- 47
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2.11.3 System Parameter Config

When you first login the system, you shall configure system settings in order to make the
system run properly.

Configure the system as follows:

1) Select System > Parameters, you will see Figure 2-49.

Figure 2- 48

IP Address IP address of manager server
CMS LAN Port LAN port of manager server, default is 9000
WAN Port WAN port of manager server.
PCS LAN IP IP address of PCS
LAN Port LAN port of PCS, default is 9001
WAN Port WAN port of PCS.
LAN IP LAN IP of WEB server.
WEB Server WAN IP WAN IP of WEB server.
LAN Port LAN port of WEB server, default is 80.
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Parameter

Note

WAN Port WAN port of WEB server.
Log Max Save Time Set max save time of log, default is 30 days
Alarm Info Max Save Time Set max save time of alarm info, default is 30 days
GPS Info Max Save Time Set max save time of GPS info, default is 30 days.
Server Sync If check this parameter, then enable server sync
function.
Device Sync If check this parameter, then enable device sync
function.
Start Time Set start time of time sync.
Sync Setup Subject to server time sync device and server

Sync Interval

time.

Default is 2 hours as every 2 hours; system is
subject to server time and sync time with server.

Note:

Device and server sync time via SDK.

Sync Now Click it to start time sync immediately.

LAN Path FTP LAN address where to save alarm picture.
é-ll?lgréeigf e WAN Path FTP WAN address where to save alarm picture.

Username/Password

Username and password to login FTP server

Org/Channel SN

e If check Start, organization and channel will
have this SN.

e If you do not check Start, this SN will not be
display in organization manager and device
manager.

Multicast

e If check Start, user may see multicast when
add device.

e |f you do not check Start, user may not see
multicast when add device.
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3G Flow Search Setup Check“Enable”, set time, search 3G flow usage.

GPS Upload Setup Check“Enable”, and set interval time, as the time
interval GPS info is uploaded

E-map Vehicle Icon Config Set vehicle icon on e-map
POS Set max save time of POS info
Heat Map Set max save time of heat map

2) Configure parameters.

3) Click Submit.

2.11.4 Security Configuration

1) Select System > Security Configuration, you will see Figure 2-50.

T | Backup Restore Resource Re-Config

Figure 2- 49
2) Enable HTTPS, access web via https.

3) Enable Password Expiry Date, once this date is reached, you must change password,
otherwise, user may not login.

4) Enable Password Lock and set lock time, try times and duration. Once exceeding max try
times, the password will be locked.
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3Add Organization and Login User

User may enter IP address of DNA7000(DNA7000(DSS)) platform in IE to login Manager.

3.1 Add Organization

Before you add device, you need to add organization of current device. User may arrange,
organize and manage layer of device in Org.

The default first-level organization is root node. Newly added organization will be displayed
below the root node.

Select General>

Select General> Org, Org includes basic organization and logic organization. When you
configure user role, if you select different organizations in the right area of “Device
Right>Device Tree Display Right”, then in Client Live Preview interface, it shows device under
the corresponding organization.

» Select General> Org.

1) Click | = Add |

System pops up Add Org box, see Figure 3-1.

Figure 3-1

2) Select Upper Org, input Org Name, SN.

3 Clok I

Note:User may only modify root node organization info, and user may not delete this
organization.

» Select Org>Logic Org, click Create Logic Org.

System shows Create Logic Org box, see Figure 3-2.



Create Logic Org

Figure 3-2
1) Enter org name, click OK.
2) After you add new logic org in the area on the left, click E4 and select config.
You also can click create login org in area on the left, then root node will be shown belw.

3) Inchannel Config Channels area , select alternative channel and add it to selected channel.
See Figure 3-3.

Business Org Channel Config

1] 3

Device Channel List _w Logic Organization Tree

[v] %
[v]%g

[]
[]
[]
[]
[]
[]
[]
d
[]
[]
[]
[]
[]
[]
[]
d
[]
[]
[]
[]
[]

Figure 3-3

User may adjust channel selection via E3, E2, E3 and EX.

3.2 Add User Role

DNA7000(DNA7000(DSS)) Platform supports to add user role and then add user. Existing user

32



33

can login Manager as well as Client. Different user roles lead to different operation rights.

Rights of user role includes Administrator Menu right, Operator Menu right and Device right.
You must grand these rights before user may operate.

1) Click General>Account. System displays Account interface.

2) Click Role tab.

3) Click I . Add . System pops up Add Role box.

4) Input Role Name, and select Role Level.

Note: If you check Copy Role next to Role Name, and select one role from the dropdown box,
then the info will be pasted to your selected role.

5) Click Device Rights page, select right in Right Trees and select channel in Channel Tree on
the right. See Figure 3-4.

Add Role

Rights Tree Channel Tree

4

G
G
F
L

Figure 3-4



6) Click System Rights tag, select corresponding system rights. See Figure 3-5.

|

Figure 3-5

7) Click OK to add the role.

3.3 Add User

If you have added user role, now user may add user of that role.

1) Click User tab under Account.
2) Click jl System pops up Add User box.
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3)

Create a username, a password and confirm password. Select Department and Role.

See Figure 3-6.

Add User

Figure 3-6

Note:

» If you check Reusable box next to Username, then you allows more than one user to login
system with this Username at the same time.

» If you do not select a role, then the user will have no System Rights or Device Rights.

» User may select more than one role at a time.

» User may click Optional in the lower-left corner to fill in extra info.

4) Click OK to add user.
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4DNA7000(DNA7000(DSS)) Client Installation and
Login

4.1 Requirement for PC

To install DNA7000(DNA7000(DSS)), your PC shall match the following requirements. See
Chart 4-1.

Parameter Requirement
oS icrosoft Windows Microsoft Windows 7
CPU Core 2 dual-core 3.0
Hard Disk At least 10GB free space

Video Card DirectX 9.0c and higher

Memory At least 2GB
Monitor 1024x768 and higher
Explorer IE7, IE8
Chart 4-1
4.2 Install

Please follow these steps to install DNA7000(DNA7000(DSS)) Client:
1) Download and install the Client

» In Internet Explorer, input the IP address of DNA7000(DNA7000(DSS)). System displays
login interface of DNA7000(DNA7000(DSS)) Manager as in Figure 4-1.



DSS

Digital Surveillance System

Username system

Password | esssssss

User Type Admin v

Remember Password

Figure 4-1

» Click E Download Client-end. System pops up a box.

» Click Save. Download and save DNA7000(DSS) Client to local PC.
2) Install the Client, check Run DNA7000(DSS)Client, see Figure 4-2.
DSS

Install success!

¥ Run DSSClient

-

( Fnsh )

Figure 4-2
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4.3 Login

DNA7000(DSS) Client interface is shown in Figure 4-3.
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DSS

Digital Surveillance System

. Remember . Auto Login

[ Login ) Eit |

Password:

Semnver A

Figure 4-3
Input Username and Password.

Click Server, and input Server IP and Port. Server IP shall be the IP address of
DNA7000(DSS). Default port is 9000.

Click Login. System pops up homepage as in Figure 4-4.



Figure 4-4
4) Click Log Off on the right of interface to switch user.
5) Click Password to modify login password.

6) Click = in the upper-right corner to lock account. To unlock, you need to input login
password in box pops up.

4.4 Local Config
After you first login Client, user may Window Split, Connection Type, Bit Stream Type, Alarm

Level Amount, Video Buffer Time, Snapshot Save Path, Max Record Path and Record Save
Path and etc.

1) Click in Setup Manager area. System enters Local Setup interface. See Figure
4-5.
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DSS : e
| Digital Surveillance System | . s
Virik Video Default Window Split  1-window T‘?‘ﬁ 36-window(Become activated after restart)
) Alarm Level Amount (1-1000}
i Playback
Time Format AR "
@ Snapshot . Enable Keyboard Serial Port _ (Serial port for keyboard)
Display Alarm Overlay Pane
Record
* et . Sync Time
B Version B Display PTZ Button
B Empty Organization
B :uto Login
. Stay At The Last Frame Of The Tour
. Self-adaptive Audio Talk Parameter
. Auto Reboot
save ) [ Defaut )
B A
Figure 4-5
Parameter Note
Default , , .
. . Set preview, playback and others’ default display modes.
Window Split
Alarm Level . ) )
Max alarms in Alarm Manager. Default is 1000 items.
Amount
General Time Format Set “12 Hour” or “24 Hour” standard.
Enable
Check to enable keyboard.
Keyboard
Select port (COM 1~COM10)
Serial Port
For network keyboard use only.
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Parameter Note
CPU I @ 5 |
o ner i & [ E | &b x |
Display it or not™ o
o CPU NI real time display CPU status
Displa
pay o | NET HIIINE . geal time display net status
Alarm
Overlay
Pane o M. Quickly enter Alarm Manager>Alarm List interface.
i
o E . Quickly enter Alarm Manager>System Event
interface.
° I‘x%]/::: Prompt alarm device
Respond sync time or not:
Sync Time ® Check: sync server time by Client.
Step 1. Not check: Do not sync server time.
Display PTZ
Pay Check it to display 8 keys of PTZ in window.
Button
Empt If you create more than one organization on Manager, and the
mpty
o organizations have no device. Select this parameter, so Client
Organization ) o
displays name of the organizations.
) If select this parameter, then you will automatically login the
Auto Login _ .
client when you open it.
General
Stay at the _ _
If you select this parameter, then image stops at the last frame
Last Frame
during tour.
of the Tour

Self-adaptive
Audio  Talk

Parameter

During talk, system can auto match device sampling frequency,

sampling bit, and audio format.
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Parameter Note
If you select this parameter, when PC boots up, the client boots
Auto Reboot .
up automatically.
Connection .
Request video mode.
Type
Bit Stream Bit stream type used when you open video, user may select
Type default bit stream, or self-adaptive stream for window size.
Select play mode accordingly.
Play Mode There are RT priority, fluency priority and balance first. Default
video buffer time is 1500ms.
Task enabled after login. Include: None, previous tour task,
Login Enable ] )
previous preview record.
Double Click
Video Double click window to switch to main stream.
on Real
Time Note:
Window to
When window split is more than 9, double click a window to
Switch to - . , : . .
maximize window. Video stream will be switched to main
Main
stream.
Stream
Display Error When system has error or user encounters operation error, it
Info shows a message box or not.
POS Width Live preview interface POS display width.
Display Display real time video bit rate and etc. in monitoring window or
Video Info not.
Instant
Playback Playback Select this parameter to enable instant playback.
Enable
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Parameter Note
RT Playback . . _
) Select real time playback time, default is 15s.
Time
Select this
paramete
r, Start playback
playback
enable.
Enable High
Definition Check to prevent stuck high definition video.
Adjustment
Save
Snapshot Select this parameter, then you will not see a snapshot box
Picture pops up.
Directly
Format of
Save Picture storage format, as BMP and JEPG.
Capture
Continuous _ o .
Snapshot Set amount of continuous snapshot. Min is 2, and max is 10.
Amount
Continuous
Set continuous snapshot interval.
Interval
Snapshot _
When you snhapshot at local, storage path is set here.
Save Path
Picture ftp Enter FTP server address, username and password used to
server save picture
Max Record
Record T Max record time of local recording.
ime
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Parameter

Note

Max Size of
Single

Record

When you record locally, user may not record file over this max

size

Record Save
Path

Record storage path of local recording.

ANPR
Linked
Record Time

When ANPT device has alarm, linked record play time.

Query
Record Time
Out

Set record search overtime time.

POS Record
Time

i.e. here set Before: 1 min, Length: 5 min, in“POS search”
interface search for linked record of receipt, play record 1 min
before and 5 after time when the receipt is generated.

Version

View version info of the software.

Chart 4-2

2) Set General, Snapshot and Record/Download info.

3) Click Save.
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5Live Preview

Live Preview function supports to view live video, and monitor PTZ, snapshot, record and etc. at
the same time.

5.1 Video Preview for General Encoding Device

Before user may use functions of Client, you shall add organization and device on Manager.
Directly enter DNA7000(DSS) Platform IP address in IE, to login Manager,

1) Select General>Device>Device, system displays device interface.

3) Click - Add . System displays Add Encoder box, see Figure 5-1.

2) Click

4) Enter IP address, device name and click Add. See Figure 5-2.

5) Select device type, enter video channel, alarm input and output channel.
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Figure 5-1

Add Encoder

Figure 5-2

User may add device via the following methods:

e |P Address: If the device has static IP address, user may
add device with its IP address.

e [P Section: If there are multiple devices with continuous IP
address, such as 192.168.1.50~192.168.1.100, and their
port no., channel number and other parameters are the
same, user may add these devices as batch by entering

Add Type starting IP and end IP.

e Domain Name: If you do not know IP the device, user may
its domain name.

e Auto Register: When front-end device has dynamic IP
address or in LAN, you shall add device via auto register.
For example, add mobile device via auto register.

o ONVIF: When device supports ONVIF protocol, user may
add device via ONVIF.

Server where the device belongs to.

Video Server Click the box and user may select corresponding organization
in prompt box.

System supports to add device types including: DVR, IPC,

Device Type NVS, MDVR, NVR, Smart NVR, Smart IPC, VIT.

Zero Channel Code Combine multiple windows into one channel transmission.
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Parameter Note

»  If select this parameter, then enable device input gateway.
When you select transcoding, you need transcoding

Device Gateway server

> _If not select this parameter, then not enable this function.

»  If select this parameter, then enable all channels of the
alarm output device.

Enable All »  If not select this parameter, then not enable channel of the
alarm output device and cannot preview at Client.

By default, enable all is checked and is recommended.

Chart 5-1
6) Click OK as finishing adding encoder.

If you want to continue adding encoder, please click Add More.

5.2 Preview

1) Login DNA7000(DSS) Client.

2) Click “——__ in Basic area. System shows Live Preview interface.

3) Indevice list on the right, select channel and double click or drag it to video window. If you
double click device, then all channels under this device will be open.

Video window shows live preview, see Figure 5-3.
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Figure 5-3

User may click 2 in video window to locally record; click to snapshot. Record and
snapshot can be set in Local Config under Setup Manager area.

Right click video window, select TV wall. User may output video to wall in two ways, one is to
select window decoding in Live Preview, and the other is to select TV wall task layout and
execute output.

» Via Live Preview window decoding, see Figure 5-4.
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Figure 5-4

» Select layout set in TV wall task to execute wall task, see Ch 5.4

5.3 Device Tree Pop-up

Click , see Figure 5-5.

@ org O Favarte O History

Figure 5-5

After device tree pops up, user may freely move position, and click El 1o restore, or drag

device tree to left or right side of client.

5.4 Live Video Wall

Note:

Before output video to video wall, make sure you have added TV wall and video wall task,
please refer to Ch. 9.2 and 9.3 for details.

1) In Preview interface, click E at the lower right corner.

2) Select TV wall, task. See Figure 5-6.
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Figure 5-6

3) Click @ to output to wall.

In video window, right click mouse and select TV wall, you also can select wall layout to output.

5.5 Local Data

Snapshot picture and record will be saved in local disk.

User may search saved local data, as saved record and snapshot in Local Data interface.

@

1) Click on 'tes#lData’ iy Setup Manager area. System pops up Local Data interface.
2) On the right, select device channel.
3) Config start time and end time. Select data type (picture, video) or use advanced search.

4) Click on Search. See Figure 5-7.
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Figure 5-7

1) Right click searched picture or record, user may copy, cut and delete the picture or record.
You also can open path where the picture and record stored.

2) Double click picture, user may view detailed info of picture.
3) Double click record, user may view detailed info of record and playback the record.

4) Click Local Record in the lower left corner, user may open local record storage path.

5) Click @ = @ to adjust picture size.

5.6 Fisheye

DNA7000(DSS) Platform supports fisheye device installation, which includes ceiling, wall
mount and grounding.

1) Login DNA7000(DSS) Manager.
2) Select General>Device>Device.

3) Click Add. System pops up Add Encoder box, see Figure 5-8.
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Figure 5-8

Configure fisheye device parameter, for “function”, select support fisheye.

Click OK. Login DNA7000(DSS) Client.

Click w

Double click fisheye device on the right. Ceiling installation has 8 types, see Figure 5-9 as
there are “1+8” types.




4 Close Video
Close All Video
sn‘are Video )

d  Start Local Record

Focus
Audio Enable
Audio Talk Enable
IVS Overlay

2l Pause Video Task

Save as Video Task

‘Alarm output control

‘Add To Favorite
Full-Screen

Figure 5-9
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The fisheye in the center splits into 8 scenes. User may drag mouse to one of these blocks,

such as: D and its corresponding box will rotate.

Wall mount includes 5 types while grounding includes 7 types.

5.7 Tour Task

5.7.1Tour Task

User may set tour task to achieve tour over several windows. To set tour task:

ek

1) Click ®uTskin Setup Manager area. System displays Tour Task interface.

==

2) Click . System displays add task interface.

3) Input Task Name, Description and select Window No.
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4)  Drag designated device on the right to left window for setup as in Figure 5-10.
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Figure 5-10

» Click @, S0 user may viewo video in Preview in the lower right to view it.

» Click [I, o adjust sequence, or click Ed to delete added channel on the left.

5) Click Save.

See Figure 5-11.
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Figure 5-11

To enable tour task, there are two ways:

I . . .
» In Tour Task interface, click — to turn on tour task. User may now view monitoring

status of tour channel in Preview interface.

» In Preview interface, select tour task in the lower left, and click start.

5.7.2Tour Plan

By configuring tour plan, user may achieve start time and end time of each tour plan.

™

T
1) Click # in Setup Status area, select Tour Plan tab.

Select wither Schedule or Tour Plan.
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Note:

O

Schedul -
ehecdie : schedule, may specify time to execute plan.
CL>

Tour Flan : tour plan, may specify tour plan with interval period.

» Select schedule
See Figure 5-12.

? & = 0O X

 Dss Al T

| Digital Surveillance System |

(@ rianname

Start Time End Time Task ‘Operator

o 1 = 3 4 & B 7 8 2l 10 " 12 13 14 15 168 17 18 18 20 2 22 23 24

Save \J ( Cancel \J

B Enable Remaining Time Plan [EES]

Figure 5-12

1) Input plan name, select start time and end time.

2) Click . to add tour plan.

3) Check Enable Remaining Time Plan, click Save.
Note:

Enable Temaining Time Plan: It means the plan to be executed at remaining time period other
than absolute time period.
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»  Select tour plan

1) Configure corresponding parameter.

See Figure 5-13.

2) Click Save.

See Figure 5-14.
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Figure 5-14

I .
Click (2 Impert ) 1o import existing plan. Click (2 Export to export plan.

5.8 PTZ

If device type is speed dome, then user may click PTZ tab in the interface to set PTZ as in
Figure 5-15.
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Figure 5-15

Parameter Note
Click o to lock current PTZ. Lock status is E.
Based on current user level, control over PTZ may vary.
® When low-level user locks the PTZ, high-level user can click
I o to unlock.
® When high-level user lock the PTZ, low-level user cannot
unlock it until it is automatically unlocked.
® User of same level can unlock PTZ that lock by each other.
Note:
PTZ default unlock time is 30s.
% Control speed dome with mouse.
Direction It sets rotation direction of PTZ in eight directions as up, down,
key left, right, upper left, upper-right, lower-left, lower-right.

[ |

L,

Partial zoom for zoom in/out of certain area.
Note:

This function can only be controller with mouse.




Parameter Note

It controls rotation speed of PTZ in 1~ 8 directions with different

Step Length step lengths.

Zoom It controls zoom of speed dome.

Focus It adjusts focus.

Iris It adjusts brightness.

Preset Via setting preset, user may rotate camera toward position of the

preset.

Via setting tour, user may tour camera among different presets.

T Note:
our
This function does not require support from speed dome,
but speed dome must support preset.
It adjusts light, wiper, PTZ menu, auto rotation, aux 1, aux 2 and
Aux IR light.
> Preset

By setting preset, user may rotate camera toward position of preset. To add preset:
1) Click direction key on PTZ to rotate camera.

2) Click Preset tab.

3) Click Add. System pops up Preset Setup interface.

4) Input SN and Name as in Figure 5-16.

r

X

Freset Setup

f .\. ./. .\.
| D] I Cancel
4 A -4

Figure 5-16

5) Click OK.

When you need to rotate the camera toward designated position, you just need to select
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direction from the dropdown list, and click Go.
» Tour
Via set Tour, user may make camera tour among different presets.

Note: There must be at least two presets for tour.

To add tour:
1) In PTZ interface, click Tour tab.
2) Click Add. System pops up a new tour box.

3) Input name and SN. In All Presets area on the left, select preset, and click Add. System
adds presets on the left to list on the right as in Figure 5-17.

£ .
Tour Setup X

All Presets Add Preset

Preset Preset

./. .\.
| Delete |
~ -

\.

| ~ 5y
| OK /L Cancel )
4 - 4

Figure 5-17

> Add ) Select preset on the left, click this button, presets will be added into list on the

right.

T

> WPEIEE | soject preset on the right, click this button, presets will be deleted from the list

on the right.

» Modify Stay Time, click Stay Time column of presets on the right to modify it. It ranges from
3s ~ 6000s.



4) Click OK. System will say it is successfully saved.
5) Click OK.

When you want to start tour, in Tour tab, select tour from dropdown list and click Start.

» Scan

1) Select Scan from the dropdown list.

2) Click PTZ button, rotate PTZ to a specific position toward left, click I‘ , set left border.

3) Continue rotating PTZ to a specific position toward right, click )I set right border.

4) Click ‘:} to start scan, and PTZ will rotete back and forth within two borders.

> Pattern
Pattern is the path of scanning.

1) Inthe dropdown list, click Pattern.

2) In T dropdown list, select pattern number, user may set 5

patterns.
3) Click Setup>Start Record, operate 8 PTZ buttons, to start setup of pattern.
4) Click Setup>Stop Record, setup is complete.

5) Click Startup to start rotation according to setup.

5.9 POS Function

5.9.1 Add POS Resource on Manager-end

Before user may see POS transaction info on Client, you must add POS resource on
DNA7000(DSS) Manager.

Two methods to add POS:

» Add POS signal to NVR, and NVR sends it to DNA7000(DSS) platform to save, so user
may add NVR supporting POS.

> Install POS into conversion box, and match conversion box to platform.

Warning

Current POS info are all connected to NVR, and sent to DNA7000(DSS) Platform for
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storage via NVR later, so you just need to add NVR of POS.
Method 1:

1) Login DNA7000(DSS) Manager.

2) Select General>Device>Device.

System shows Device interface.

4) Click - Add . System shows Add Encoder box, see Figure 5-18.

Figure 5-18

For device type, select NVR, then you will see POS tab.
5) Configure POS device parameter, click OK.
Method 2:

1) Select General>Device>POS.

2) Click Add.
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System pops up Add POS box, see Figure 5-19.

Add PO5

e
=" |

Figure 5-19

3) Enter conversion box IP address, device name, click Add. See Figure 5-20.

Add PO5

Figure 5-20

4) Enter device SN, click OK. If you want to add multiple POS conversion boxes, click
Continue to Add.

5.9.2Link POS Video Resource

1) Select Business>Resources Binding>POS.

2) Click Setup. See Figure 5-21.
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Figure 5-21
3) Inresource channel on the left, select POS device, and select link channel on the right.

Note:

4) Click OK.

5.9.3Link POS Video Resource

1) Select Business> Resources Binding> POS.
2) Click Setup.
See Figure 5-22.
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Setup Resource Binding
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Figure 5-22

3) Insource channel on the left, select POS device, and bind channel in video channel on the
right.

Note:

4) Click OK.

5.9.4Use POS Function on Client

1) Login DNA7000(DSS) Client.
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Figure 5-23

|POS

In Live Preview, click * | tab on the right.

If you swipe card on POS device, then it will refresh POS card record in window on the left
and play linked video.

Note:

Linked video channel will all open, up tp 16 channels, in self-adaptive mode. See Figure 5-24.
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Figure 5-24

4) Right click POS window, select save video as task.

 [fypos (" AOLG)
Then user may directly select at the lower-left corner for
touring.

5.9.5P0S Search

In POS interface, user may search POS info list and playback related record.

1) Click in More Extension area.
2) Select search time and etc, click Search.

POS info list are shown on the left.

3) Double click one item of info, the linked video of the selected info will be shown on the right.
(1 min before the selected time, and 5 min after the selected time), see Figure 5-25.

Note:

POS receipt linked record time can be set in Local>Record.
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Figure 5-25
5.10 Map

p

1) In Live Preview interface, click e on the right.

Map tab shows map and hot spot map added on Manager-end.
2) Double click map, on the left it shows map and added devices. On the map, user may see

live preview, playback and video wall.

3) Click @ in video window to play live video. See Figure 5-26.
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6Playback

The system can search and playback record from device or center storage media. User may
search for different channels, different times, and different types of record on Client, playback
and download them. If there is record found, it will show different colors in date selection area.

» Device storage: Record stored in SD card on front device or in DVR, NVR. Storage plan is
configured on device.

» Center storage: Record stored on NVS, or DNA7000(DSS) hard disk. For detailed config,
please refer to Storage config in System Config. Before you playback record from center,
please configure normal plan first. Within the setup period, the system will store record file
on NVS.

6.1 Configure Storage Plan

6.1.1Time Template

1) Login DNA7000(DSS) Manager.

2) Select Business>Time Template.

3) Click Add. See Figure 6-1.

Figure 6-1

4) Enter template name, use mouse to draw period, as well as user may click .

System pops up period setup box, see Figure 6-2.

71



Period Setup

Figure 6-2
5) Click Save. See Figure 6-3.

Add Time Template

Figure 6-3

Note:

If you select Copy next to template name, and in dropdown list select existing template, then
user may copy info in existing template into this template.
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6.1.2Storage Config

6.1.2.1Add Normal Plan

1) Select Business>Storage. System displays Storage interface as in Figure 6-4.

Figure 6-4

2) CIickl I System pops a Add Time Template box. See Figure 6-5.

Add Mormal plan
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Week  Time Sections
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Figure 6-5

3) Select channel on the left Input Plan Name, and select Template, Bit Stream. Check
Normal plan. See Figure 6-6.
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Add Normal plan
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Figure 6-6
Note:

For DNA5024 device front channel, in record plan, for storage position, user may select center
(store on center server) or local (store on DNA5024-carried disk).

4) Click OK. System displays configured normal plan.

6.1.2.2Add Back Storage Plan

The system supports back up record of the previous 3 days.
1) Click Back Storage Plan tab.

2) Click Add.

3) Indevice tree on the left, enter plan name, select time template, condition, see Figure 6-7.
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Add Back Storage Plan
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Figure 6-7

Note:

For condition, user may select time, WIFI. If you select time, set back up record time, and when
the time is reached, user may back up record. If you select WIDI, when the device connects
WIFI, it will auto back up record.

4) Click OK.

6.2 Playback

6.2.1Playback
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‘rrrd
>

1) Open DNA7000(DSS) Client. In Basic area, click 'Flayback  System displays playback
interface.

2) In the upper-right corner, select Device, Center, or Period, and check device channel.
3) Select date, time, record type for search.

4) Click Search. After search is finished, channels with record will be displayed in time
progress. See Figure 6-8.
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5) Select channel to playback, click Ltj to play record. Or, double click time progress bar to
playback record of the moment you click.

6) Right click playback window, select “Playback on Wall”. System pops up “TV Wall Channel”
box, decode via decoder and output to wall.

Note:

Playback now supports decoders as DNA8000, DNA7500 and NVD.

See Figure 6-9.
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Figure 6-9

6.2.2Intelligent Search

Warning:

Device to playback record must have intelligent search function.

1) In Playback interface, on the right select device channel with intelligent search function,
and search for record. See Figure 6-10.
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2) Click . See Figure 6-11.

E-m il | il ’ . = @ Device () Center () Time Slice
& £ e —
!q=ii - = [ [=) 17275688

B q | - o

! O

B e . e
ST - ' c O ous
[ &7 cam 6

[C] % cAm 7
[ % crme

May 2018

78



Figure 6-11
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3) Inthe grid draw motion detection area = ~, and click @

The system searches motion detection result within the area, and the playback channel is
purple, see Figure 6-12.
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Figure 6-12

6.2.3Fisheye Playback Record

The system supports to playback central record in fisheye device.
1) Click Playback, enter Playback interface.
2) On the right, click fisheye device and set time, click Search.

After videos are searched, double click to open record. Right click and select video mode of
fisheye to playback, such as wall mount, see Figure 6-13.
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= [ 1y root
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B [ & yuyan
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Close Window

Close All Windows

Picture Setup

Playback on Wall

WS Overlay

—~
4 Apr 2016 >

Fisheye View In-ceiling Mount -
Share Video Ground Mount _1 2
= 3|4|5|6|7|8|9
FlSece (@) 10 [l 12 1314]15) 16
171819 |20 (21|22 (23
24 25 26 27|28 |29 |30
seTime  CUITETRN:
enarime  EEEN |
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af)oon - O -
e = Sear

2016-04-11 12:00:00
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Figure 6-13

3) Select wall mount mode, right click Fisheye View and select split mode, such as 1+2 mode.
See Figure 6-14.
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() Device @ Center (O Time Slice

Input contents

& [ 1ffy root
] &, 1abcd222
] 52, yuyan
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345 78
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2016-04-11 12:00:00
0 M 12 13 14

Figure 6-14

You also can drag small block on fisheye to rotate video window on the right.

6.2.4Playback by Time Slice

Warning

Time Slice function is for record store in center only, make sure record has been ready.

System Support Center recording will query the video window period by the average number of
chips, and displays the corresponding period of the video in each window.

1) Inthe Playback screen at the top right, select time slice.
2) Select one channel, period for search, click Search.

The system will playback video corresponding period in each window. See Figure 6-15.



" Digital Surveillance System

\' 3 ents
\'\"\ o, & [ iffy root
g [ '@ cAm1
: = [ & 20ipc
[] % 56.20
[ &) pos

U« Fep 2016 )

Figure 6-15

6.2.5Mark Record

Via marking record, user may create bookmark in designated record.

To mark record:

1) Click in Playback interface. System pops up a Add Mark box

Add Mark x

Name |LELS!

Content [JalsaeE=TlyT=1h

B Continuous Mark

-~

( ok ) ( Cancel )

Figure 6-16
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2) Input Name and Content, click OK. System pops up box saying mark successfully. Select
Continuous Mark to continuously mark current record.

3) Click in playback window. System pops up a Mark Manager box .

B Mark Manage x
SN MName Contents Channel Record Time Record Source  Mark Time
1 Mark1 Device:20ipc:Cha...  56.20 2016-01-28 11:23:31 Device 2016-02-02 10:12:05
g D
Figure 6-17

Select record, click E], [»] and , you may playback, delete and edit the record. For marked
record, it displays in progress bar in playback window, as in Figure 6-18. Click .5", user may
play marked record file.

2016-01-28 12:00:00
10 11 942 43 14 15 16 17 18 19 20 21 22 23 O

Figure 6-18

DNA7000(DSS) Client supports search, playback, edit and delete marked record.

If you have marked record, user may quickly search record with the mark, and you also can
playback, edit and delete the record. Please refer to Ch. 6.2.3.

To search marked record:

1) In Extension area, click Rresodmak. System displays Recrd Mark interface.
2) Indevice list, select channel, time, and input mark name.

3) Click Search Mark. System shows search result, see Figure 6-19.

83



[J1 Markl  Device20peCha.. 620 2016-01:28102.. Deviee 20180202700
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Figure 6-19

4) Check multiple marked records, and click W to delete checked records.

Click (2] to play record.

Click [x] to delete record.

Click [#] to edit.

6.2.6Record Lock

Note:

User may only lock record which is recorded half an hour ago.

1)

hannel.5
T —
R —
Ry S— g -
_/O—— & ©
e ————

2)
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In time bar in Record Playback window, right click time you want to lock record start at. See

Figure 6-20.

2016-01-28 11!
10 1 12

13 14 15 46 17 18 19 20 21 22 23

Fill in record parameter, click Lock.

Figure 6-20




3) If you search again, you will see blue color in progress bar which is the locked record. See
Figure 6-21.

2015 03 02 12 DU DD

Figure 6-21

Note:

When disk is full, ss will not overwrite locked record. SS is responsible for record storage,
playback, download.

All of locked records can be search in Record Lock interface.

1) Click Recordlockin Extension area. System shows Record Lock interface.

2) Indevice list, select Channel, Start Time, End Time and Enter Lock Reason. Click Search
to search lock record. See Figure 6-22.

DSS A

| Digital Surveillance System 3

A————
(_Batch Unlock )

— m Q
SN MName Start Time: End Time Record Source Operation Time Operator P Lock Reason Operation
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SCINEECLE .
62ipcARS_1 2015-03-02 1... 2015-03-021.. Center 2015-03-021... 10.33.4.51 | Q 189
0 & nik

[ ‘@ smariPC
] [ TESTIVSASDF
[ & 17272191
[ & mavr
[ & ivsb
[ & 159

[ % IPC_108
[ & 10.10.10.21
O & 10101022
[ & 20ipe
[ & 111
0 & vir
& mr
[ (& 172.7.55.159
O&d

LCT I [

il

——

Start Time PAGERES3
0:00:00
End Time kSR s

235959

agisl

a3l

Source Center

-

A ——EE—.
- Statistics Start -

4

Figure 6-22

3) Select channel, click Bateh Unlack 45 ynlock multiple records at once.
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Click 2] to play record.

Click [l to unlock record.

6.2.7Download Record

The system supports the playback of video downloaded and saved to a local PC.

1) Click above playback window or click =2/ See Figure 6-23.

File Download

2)

3)
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By File By Time
S Start Time End Time Size(KB) Status

] 1 2016-01-31 23:58:44 2016-02-01 00:00:01 2173 Ready
(] 2 2016-02-01 00:00:01 2016-02-01 00:18:06 25231 Ready
& 3 2016-02-01 00:00:02 2016-02-01 00:09:01 12800 Ready
] 4 2016-02-01 001213 2016-02-01 00:12:13 410 Ready
I = 2016-02-01 00:12:14 2016-02-01 00:17:30 7204 Ready
] i} 2016-02-01 00:33:05 2016-02-01 00:33:05 445 Ready
1 7 2016-02-01 00:33:06 2016-02-01 00:48:49 22066 Ready
[ 8 2016-02-01 00:48:53 2016-02-01 01:18:44 41239 Ready
] 9 2016-02-01 01:00:01 2016-02-01 01:18:47 26091 Ready
[ ] 2016-02-01 01:12:12 2016-02-01 01:17:29 7194 Ready
(FI 2016-02-01 01:42:52 2016-02-01 01:42:52 426 Ready
[F— 2016-02-01 01:42:53 2016-02-01 01:589:17 22863 Ready
] 13 2016-02-01 01:58:42 2016-02-01 01:58:43 430 Ready
14 2016-02-01 01:58:44 2016-02-01 02:18:058 268647 Ready
[FI S 2016-02-01 01:58:44 2016-02-01 02:18:05 25647 Ready

File Size < 1M

Disk Space 33397M

B save as aviformat (_ Download | (_ Cancel

LS A

Figure 6-23

Check the file to be downloaded, select Download grounds , enter Comments , and click
Download.

The system starts downloading the file, Download Status to downloading. User may also
click download time tab, select the time period, by time period download video.

73

Click in Record Playback interface. See Figure 6-24.




Figure 6-24

User may view the download progress; user may check the video files being downloaded pause
download and delete the file being downloaded.
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7E-Map

Before user may use E-map function, you must configure type of map on DNA7000(DSS),
including raster map, Google, Google offline map, while you must drag video device, ANPR
device, alarm device onto map so that user may use E-map function on Client. E-Map supports
alarm prompt, video preview and playback.

Note:
e Rater map:

Show one picture, which is suitable of indoor environment. Place camera at a fixed place, such
as parking lot. Server used raster map as default.

e Google:

Google online map, Client accessing Google map requiring network accessibility of Google
Map. Via online Google map, it shows the entire city on map with zooming function.

e Google offline Map

Google offline map, by distributing map on other server, it allows network accessibility between
our Client and Google Map offline server. So user may access Google offline map with the
same functions as online map.

7.1 Raster Map

7.1.1Select Map

1) Select Business>Map.

2) Click config. See Figure 7-1.

|| Bowse |
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Figure 7-1
3) Select map type to set, click Apply.

7.1.2DNA7000(DSS) Manager Map Config

DNA7000(DSS) Manager supports to add video device, access control device, video intercom
device and etc.

1) Login DNA7000(DSS) Manager.

2) Select Business>E-map. See Figure 7-2.

KB Modéy Map B8 Delotaap W Doloto Dovice (B Add HotZone  # Map Config 4+ Main Map

Figure 7-2
Note:

Hot zone: To add a hot zone on map, click Add Hot Zone, then system will auto link to hot zone
map.

3) Drag device under Video Input tab on the right onto map. See Figure 7-3.
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Storage

Alarm ‘Map TV Wall

Door Timeout Setup Resources Binding Video Diagnosis

A% modfy ap KB DeleteMap @ Delete Davice

Figure 7-3

Font color in Video Input device list:

»

Red: this channel has not configured on map.

Grey: this channel has been added on map.

Add Hot Zone

i Video Input

Input search criteria!

=2 root
2 Building 1

j—}_Tada_»f ~(haha)
‘@ IVSPC_1
-« IWSPC_2

w2hik3
%7 Camera 04
7 Camera 05
W7 Camera 06
g Camera 07

Drag device under Door Input, Alarm Input and etc. onto the map. Config of map is

complete.

7.1.3DNA7000(DSS) Client Map Function

1)
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Login DNA7000(DSS) Client.

in Basic Function area. See Figure 7-4.

Q search

,
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| Search

N e

:
D
o

Figure 7-4

3) On the map, pane or circle device you want to select, click Open to see live preview of the
device. See Figure 7-5.

7 ™ /7 )
Name [ Open )i TVWwall )

o e

[¥] aqg

All 1 item(s) | P00 | G

Figure 7-5



4) Client device under Search tab, or directly click device on map.

Device info are shown on map, such as channel name, device no. and channel no.

Channel5 x

Name: Channels

Device No.: 1000014
Channel No.: 321

Operation

@

s

Figure 7-6

Parameter Note

Open live preview of this channel.

When you have live preview, the system supports local record, talk,
snapshot and audio.

()

v)

Playback.

Output this channel to video wall.

Device

. Cancel alarm.
Operation

Unlock.

Call access control device.

View unlock record.

Announcement.

HEREE® E
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Parameter

Note

Peripheral Search

Search peripheral of this channel for video channel and ANPR channel.

5) Click u open Video to open live preview, see Figure 7-7.

| FiE

O EE O E se

0 E O E E m——i———

Figure 7-7

6) Click G configure playback time and storage type. User may search playback record.

See Figure 7-8.
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Figure 7-8

7) Click ===, user may select via Preview window decode and output video to video wall, as
well as select TV wall layout to output.

» Select Preview window, see Figure 7-9.

| Digital Surveillance System |

Search .|

N Bl

w E ‘ M I - ]

21

Name: aq
Device No.: 1000014
Channel Ho.: 321

Operation

Figure 7-9
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The Client supports 4-split, such as select window 1 in live preview, then the first window in Live
Preview plays channel video. See Figure 7-10.

" Digital Surveillance System

@ Org @ Favorite ©) History

Device ~

= ff) root (5113)
,—'}, moni-gq (1/4)
2 tesH (0M)
g dmx
[ aqt
Be 1111
= (=) 171210030
©
‘& IPC-B530E-H26E
@ IPC
o 11
g 172756232
[=) 2023381
[=) 202 46.179-NVD

POS ~
Map v
CI D Y15 P EETID 8 D
: E . : i
Figure 7-10

» Select TV wall task, output to video, see Figure 7-11.



Device No.. 1000014
Channel No.: 321

Operation

@ O By

Figure 7-11

7.2 Google, Google Offline Map Config

7.2.1 Select Map

Google and Google offline map have similar configuration steps, so here we make Google
offline map as an example.

1) Select Business>Map.

2) Click config. See Figure 7-12.
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Figure 7-12

3) Select Google offline map, and click Apply.

7.2.2DNA7000(DSS) Manager Map Config

1) Login DNA7000(DSS) Manager.

2) Select Business>.
1) E-map

3)Drag device channels under video device, alarm input tabs onto map, see

Figure 7-13.
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Storage

Door Timeout Setup

Resources Binding Video Diagnosis

|| video Device

Input search contents!

ideo channels

Figure 7-13

Parameter Note
Move Device Click to move device on map.
Pane Select device via pane.
Clear Clear pane selection on screen.
Tool Include distance, side measuring, mark and reset.
e Measure distance : measure the actual
distance between two points.
e Measure side: measure the actual area of a
certain zone on map.
e Mark: mark on map.
o Reset: reset map to initial position.
Full-Screen Show e-map in full screen. Under full screen mode,
click exit full screen at the upper-right corner to exit.
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Parameter Note

Add Heat Zone Click Add heat zone. Select position on map and
add heat zone map. After entering heat zone, user
may continue adding lower heat zone map. On
Client map, click heat zone, the system will auto

link map to heat zone map.

7.2.3DNA7000(DSS) Client Using Map Function

1) Login DNA7000(DSS) Client.

2) Click in Basic Function area. As shown in Figure 7-14, device dragged onto map

on Manager are shown.

Bazic Dperation: s s

—

Video  #larm Input
Device

Apply

5

Mobile
Index

Figure 7-14
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Yidea
3) Click Device on the right. The interface shows surveillance spots in a list with their

detailed locations, see Figure 7-15.

Digital Surveillance System

Kine MWrane Bcide =L iayer ¥ Tool » B FulScreen := Video Dewice
Input search criteria! QSeerch
Org = |

<[ < |1 sieace GO|| > | 5\.

Figure 7-15

4) Click spot, for example: A.

Detailed location is shown on map, such as device no., channel name and etc. See Figure 7-16.
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ge |
XK ine [Mpane Rorcde =Torayer T Tool v 3 Fulkscreen i= Video Device Y Back »

Input search criteria! Qsearch

1 JiRaGE GO

Figure 7-16
Parameter Note
Open live preview of this channel.
Q When live preview is in progress, the system supports local record,
audio intercom, snapshot and ON/OFF audio.
Device
Operatio -~ ) ,
n I b I Playback this channel’s record.
| .
Decode and output this channel to wall.
—— P

Area Search

Search for video channel and ANPR e-police within surrounding of this
channel.

"°

1) Click == in Operation area, to view live preview.

See Figure 7-17.
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) (2 (&) (& (8 i) Step:

Figure 7-17

L 3
2) Click Bt in device operation area, to playback record on device or platform. See Figure
7-18.

Figure 7-18

3) Click within operation box, to output video to wall.

See Figure 7-19. Please refer to Ch. 10.
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No binding video sources No binding video sources

Figure 7-19
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8Alarm

DNA7000(DSS) Platform supports alarm function, and you need to set alarm source on device
first. Different devices need different alarm type. Here makes NVR an example and introduces

web config steps.

8.1 Device-end Config

1) Directly login device web end, or go to DNA7000(DSS) Manager-end Device

interface>NVR device tab, click L .

2) Open EVENT tab.

3) Click VIDEO DETECTION.

Video detection includes Motion Detect, Video Loss, Tampering, Video Analytics. For example,
make Motion Detect as an example. See Figure 8-1.

IMAGE
NETWORK

EVENT

WIDEQ DETECTION

>
> Vs

> FACE DETECTION

GER FLOW

Motion Detect I Video Loss I Tampering I Video Diagnose

[C] Enable 1 -
Anti-dither ) s(0-600)

Record Channel

Delay 10 s(10~300)
] Alarm Out 2 3l[a]l5][6][7]s
Latch 10 5(0~300)
[C] PTZ Activation Setup
[C] Tour Setup
> ABMORMALITY
Snapshot Setup
> ALARM OUTPUT
OO [C] Show Message [7] sendEmail [] Alarm Upload [] Buzzer [ | Message [ | Log
SYSTEM Copy H OK || Refresh
CLUSTER SERVICE
Figure 8-1
Parameter Note
Enable
Period Set monitoring period.
Anti-dither Set anti-dither time.
Region Set monitoring zone.
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Parameter Note

Record

Channel

Delay Set alarm delay time.

Alarm Out Select alarm output.

Latch

PTZ PTZ activation.

Activation

Tour Select alarm video output.

Snapshot Set snapshot channel.

Show Send Email: send email when alarm occurs.

Message

g Alarm Upload: report alarm to DNA7000(DSS) platform. Here

please check, otherwise the platform cannot record alarm.
Buzzer: buzzer prompt alarm.
Message: send message when alarm occurs.
Log: alarm log generated when alarm occurs.

4) Configure parameter info, click OK.

5) According to actual need, user may click FACE DETECTION, AUDIO DETECT, ALARM
and other tabs to configure alarm parameter.

Then configure Local Alarm under Alarm tab.

6) Select ALARM>Local Alarm. See Figure 8-2.
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IMAGE Local Alarm I Net Alarm I\PC External A\an’nl IPC Qffine Alarm

NETWORK
EVENT [] Enable 1 v | AlarmName
> VIDEO DETECTION R
> Anti-dither 0 5(0-600) Type |NO [=]
> IVS
> FACE DETECTION [7] Record Channel
> Delay 10 $(10~300)
> PA ER FLOW [C] Alarm Out 1|[2][a|[all5][6][7][8
&R Latch 0 5(0~300)

[] PTZ Activation Setup

[ Tour Setup

[] Snapshot Setup

[C] Show Message [ sendEmail [] AlarmUpload [} Buzzer [] Message [ Log

STORAGE cony || oK [ Refesh ][ pefaut
SYSTEM
CLUSTER SERVICE

Figure 8-2

Parameter Note

Period Set monitoring period.

Delay Set alarm delay time.

Alarm Out Select alarm output.

PTZ PTZ activation.

Activation

Tour Select alarm video output.

Snapshot Set snapshot channel.

Show Send Email: send email when alarm occurs.

Message

g Alarm Upload: report alarm to DNA7000(DSS) platform. Here

please check, otherwise the platform cannot record alarm.
Buzzer: buzzer prompt alarm.
Message: send message when alarm occurs.
Log: alarm log generated when alarm occurs.

7) Configure parameters, click OK.

8.2 Config DNA7000(DSS) Manager Alarm Scheme

Manager configured alarm scheme is for the entire platform, not a specific user. Thus all user
logged in the platform can receive alarm.
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e Contact: user you want to send alarm to.
e Link level: link level of alarm.

e Alarm storm: batch config time interval of alarm. For the same device and same type of
alarm, when alarm is frequent, set alarm interval may make alarm report at a fixed interval.

e TV wall Alarm Window Setup: set TV wall open window layout.

e Alarm scheme: used to configure alarm scheme template.

8.2.1Set Contacts

When you add user into contacts and if the setup of Link Level includes email or sms, then
system will send email or sms to the new contact.

1) Login DNA7000(DSS) Manager.

2) Click Business>Alarm tab. System displays Alarm interface.

o) o I

6) Click I— h”. System pops up a Add Contacts box. See Figure 8-3.

Add Contacts

Figure 8-3
7) Input User Name, ID No., Email and Telephone.
8) Click OK.

8.2.2Set Link Level
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User may set Link Level and its corresponding Link Mode as 1 is the highest and 5 is the
lowest.

1) Click _ System pops up an interface as in Figure 8-4.

Figure 8-4

9) Click #. See Figure 8-5.

Edit Link

Figure 8-5

10) Set Link Level Name and select Link Mode.

11) Click OK.

8.2.3Set Alarm Storm

User may set alarm interval and customized alarm storm as batch.

> Set alarm interval as batch

=
1) Click . System displays Alarm Storm interface.
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. *Z Alarm Interval Set
2) Select one or more alarm storm, and click arm Interval Setup | System pops up a

box as in..

Figure 8-6

3) SetAlarm Interval.
Note: The interval cannot be over 86400 seconds.

4) Click OK.

User may click | 3 cancel Alarm Interval setup to stop alarm interval as batch.

8.2.4Set Alarm Video on Wall

Note:

You shall configure TV wall before outputting alarm video to the TV wall. Please refer to font
color in “0 video input” device list.

» Red: the channel has not configured on map.
»  Grey: the channel is added on map.
1) Drag ANPR input, A&C input and alarm input on the right onto map.

2) Complete e-map config.

Configure Alarm Scheme as follows:

The system shows added TV wall.

2)Click-. System pops up an Edit Alarm Scheme box.

3) Select a screen, click open window button below, such as .
See Figure 8-7
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Edit TV Wall Alarm Window Setup u

Duration 130 | {30-3600)Sec*+

| [o)=l=]E] s (w) e

O o

Figure 8-7

4)Click Save.

8.2.5Alarm Scheme Config

Configure Alarm Scheme as follows:

=

1) ClicklL=*

2)Click ~* Add . System pops up an Add Alarm Scheme box as in Figure 8-8.
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Add Alarm Scheme

Corresponding Link Level Corresponding Link item

Figure 8-8

3) Input Scheme Name, select template and link level, check Enable.

4)Click Next. System displays Alarm Source and Operation interface.

5) Click - ew | System displays Add Alarm Source and Link Operation 1 box, see Figure
8-9.
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Add Alarm Scheme

SN Alarm Source Alarm Type Operation

E]

BL BB W

B R R R R R R

[]
[ ]
[]
[]
" |
]
[]
[]
[ ]
]
[]
[]

)

Figure 8-9

6)In Alarm Source area, select alarm source and its link operation. Alarm source includes
device, video channel, alarm input channel, intelligent channel, A&C channel and system.
Different alarm source corresponds to different alarm type.

7)In Corresponding Link Operation area, select link operation. Link operation includes Record,
Mail, SMS, TV Wall and User.

» For link operation, if you select record, you shall select video channel under Record tab,
and set record time.

Note:
If you need pre-record, then select device record needed.

»  For link operation, if you select email and sms, you shall select contacts for both. Users

here are users added in Contact. User may click . to all alarm contacts.

» When link level is video wall, you must add link video here, and select corresponding TV
wall layout window. See Figure 8-10.
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Figure 8-10
» To configure TV wall, please refer to Ch. 9.2 and 8.2.4.

» When you select link action user, you shall select user to send, and users here are login
user added in User.

8) Click Save. System prompts a message “Successfully save scheme rule!”.

9) Click OK.

10) Click Next. System displays Alarm Preview interface as in Figure 8-11.
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Add Alarm Scheme

Corresponding Link Level Corresponding Link Item

Alarm Source Alarm Type

Finish

Figure 8-11

Step 11. Click Finish.

When alarm occurs, system performs link operation according to Alarm Scheme settings, and
shows alarm info in Statistics>Device>Device Alarm Info.

8.3 DNA7000(DSS) Client Alarm Scheme Config

Alarm scheme configured on Client is for user of this Client.

8.3.1 Alarm Scheme Config

User may refer to the following steps to set alarm scheme.

1) Login DNA7000(DSS) Client.
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2) Click E in Setup Manager area. System displays Alarm Scheme interface as in
Figure 8-12.

Figure 8-12

3) Set scheme info.

T —

> Click & Mew System displays Global interface.

»  Input Scheme Name, Description, Time, Audio and Others as in Figure 8-13.
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Scheme Name

Description

Time 3

70000 B 205959 B3 Level1 RARED

Level1 BAl

Audio

Figure 8-13

Parameter Note

Set period of arming, and select level. User may select:
e All-Day: All day is arming period.

e Periods: Certain periods in a day are arminiﬁriod. User
Time may add period viat and delete period via .

Note:

Remaining Time Level represents periods not covered by
arming.

Set audio of alarm. User may set:

e Alarm Type: Select alarm type to set sound.

e Audio Path: Select path of audio file by click Browse.
Audio e Loop: By selecting this cycle, alarm sound will be looped.
e Listen: User may listen to the selected sound.

e Resume: System can restore default setting of
non-customizable alarm type.

Others If check Map flashed when an alarm occurred, then when alarm
occurs, it will flash on E-map.
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4) Set Alarm Source.

%/] Alarm Source

» Click or Next. System displays Alarm Source interface.

» Select channel on the left, and in Alarm Type area, select alarm type to be armed.

> Click .. System will add alarm source to list on the right as in Figure 8-14.

DSS

Digital Surveillance System

]j Global

e Alarm Source 3‘-‘) Link Video
All

Alarm Type Input contents Alarm Type ¥ Name _ Q

[= Video channel = [ offiy root SN Alanm Device Alarm Type
@ Video Loss [ 2 Building 1 R 20ipe_56.20 T
© Motion Detect [ 2 kk
() Tampering [ /& Tada_+-(haha)

() Channel Disconnected [l Q IVSPC
(& Audio Abnormal O & 189

Device [ &4 nik

Smart channel [ & smartipc

Alarm channel [ [ TESTIVSASDF

Access Control [ Q 1727.2191

Traffic Alarm [ Gl mavr —_—

DynamicEnviranment channel [ & wsb 2

Video Talk [ & 159 ——

e/

1 & 1Pc_108

[ & 10.10.10.24
1 & 10.10.1022
1 &) 20ipe
& 111

0 & v

1 & nvr

[[] & 172755159

B[R d

( pack ) ( et ) ( ok ) ( cancel )
\ J J y

Figure 8-14
Note:

e [f you want to delete alarm source, you shall select alarm source on the right, and click
€ to remove.

e For alarm scheme, link video is not required, user may click OK to finish setup.

5) Set Link Video

j/l Link video

» Click or Next. System displays Link Video interface.

> Select alarm source on the left.

» Select video channel under Link Video tab.
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» Click E to add selected link video to area on the right as in Figure 8-15.

Link Video

& [ ;2 Building 1

& [7] ;& Building 17
CRmE-N

&[] & Tada_+-(haha
® [ & wsPe

& [ &) 189

® [ &) hik

@ smatiPC
@ [] (&) TESTIVSASDF
B [ & 17272191
& [ fg mawr
&[] [ wsb
B [ & 159
ug IPC_108
® [ & 10101021
& [ [ 10.10.10.22
= 0 & 20ic
[ & 5620
& & 21
[ & 22
% 56.2010
B O & 11
a1

Figure 8-15
Note:

e Double click Stay Time of added link video to edit its value.

e [f you want to delete added link video, user may select it and click m

» (Optional)Select @) Displayin PreviewInterface See Figure 8-16.

Figure 8-16

» (Optional) In Preview dropdown list, user may select 4 split, and in Window dropdown list,
select link video window.

When alarm occurs, in Live Preview interface, the corresponding window will have red flashing
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and it will play alarm linked video.

P i = X

Digital Surveillance System

-
@ org O Favorite ) History

Device ~

Input c

& flj root (514)
B 52, moni-qq (1/4)
2 1(01)
2. 10 (01)
[ ag-monitee
&) a2
2. test1 (0H)
Q dmix
£ agt
g 111
= [2) 171210030
'S aq
' IPC-8530E-H268
'S IPC
@ 1
G 172756232
£ 2023381
2] 20.2.46.179-NvD

Waiting for video

U

POS ~

) EX=TID I ) GTTID B A &

Figure 8-17
» Select alarm output device under Alarm Output tab.

» Select whether Auto Enable Output Device or not, input stay time. In device channel list,

select channel and click to add alarm output.

You also can check Auto Enable Output Device and edit stay time for added output items.

» Click OK. System displays added alarm scheme as in Figure 8-18
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Figure 8-18

® Click -] in Operation column to enable alarm scheme.

® When you enable scheme, you need to click ™ in Enable Time column, select alarm time
template, and if alarm occurs within this period, it will alarm. Alarm time template shall be
set on DNA7000(DSS) Manager Business>Alarm Config, see Ch 8.2.3.

8.3.2Alarm Manager

If alarm scheme is configured, when alarm occurs, Alarm Manager displays corresponding
alarm.

1) In homepage, Click - in Basic area. System displays Alarm Manager interface as
in Figure 8-19.
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Figure 8-19
Select alarm info, double click alarm details.

Select process, input Results and click OK.

User may clickﬂ in LI : to quickly enter Alarm

Manager interface.
Click Alarm List tab, systems displays all alarms by level.

Click Search List tab, select corresponding channel in list on the right, and select Alarm
Type, Start Time and End Time. Click Search to search alarm records meeting above
criteria.

Click System Event tab, system shows all system alarms.



8.4 Thermal Imaging Alarm

8.4.1 Add Thermal Imaging

1) Select Basic Config>Device>Encoder.

2) Click Add, see Figure 8-20.

Add Encoder

Figure 8-20
3) Config IP address, device name and click Add.
4) In device type dropdown list select” Thermal Camera”, config video channel and etc.

5) Click OK.

8.4.2Thermal Camera Preview on Client

1) Login DNA7000(DSS) Client.

2) Click w in Basic function area.

3) Double click thermal device channel, open view, see Figure 8-21.
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Figure 8-21

8.4.3Config Thermal Imaging Alarm on Manager

1) Select Business>Alarm.

2) For contact, link level, alarm storm, TV wall alarm window and etc., please refer to Ch.
8.2.1-8.2.4.

3) Click Alarm Scheme tab.

4) Click Add. See Figure 8-22.
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Add Alarm Scheme

124

Week Time Sections

Figure 8-22

Enter scheme name, select time template, link level and check Enable.
Click Next. System shows alarm source and action setup interface.
Click New.

In alarm source box, select alarm source, and select fire point alarm, hotspot abnormal
alarm and cold spot abnormal alarm. See Figure 8-23.



Add Alarm Scheme

Alarm Source Alarm Type Operation

3
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Figure 8-23

9) In corresponding link action area, select link action.
10) Click Save.

11) Click Next.

12) Click Complete.

When alarm occurs, the system links according to set link info in alarm scheme, and shows
detailed thermal imaging alarm info in Statistics>Device Statistics> Device Alarm Statistics.
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9TV Wall

DNA7000(DSS) Platform supports video wall, and you must add decoder or matrix device on
Manager and then configure TV wall before user may configure TV wall task and output to video
wall on Client.

9.1 Add Decoder or Matrix Device

1) Login DNA7000(DSS) Manager.
2) Select General>Device>Decoder.

3) Click Add. System pops up Add Decoder box, see Figure 9-1.

Add Decoder

Getting Info

Figure 9-1

Device Type Include Matrix Switcher, Controller.

126



Decode Mode

Device decoding mode, include pull stream, direct and push

stream.
e Pull: decoder gets stream via DNA7000(DSS) series server.
e Direct: decoder gets stream directly from device.
e Push: DNA7000(DSS) series platform push stream to decoder.

It is pull by default.

Warning”

If you want to output ONVIF device to wall, then you shall add
decoder as NVD or add matrix as DNAB800O, select pull for
decoding mode.

Combine

If decoding supports to combine, check Support to Combine.

9.2 Config TV Wall on DNA7000(DSS) Manager

1) Select Business>TV Wall. System shows TV wall config interface.

2) Click R
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. System pops up Add TV wall interface, see Figure 9-2.
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Step 1: TV wall setup >

. 1. Set general layout

Step 2. Select decode channel >

Step 3: Enable

3.Combine to create a screen group

T

TV Wall Scheme Name:

2. Adjust TV screen

4 Cancel group screen setup

Peecl®
—

Memo:

[4]
[+]

| | cancel

Figure 9-2

3) Enter TV wall scheme name, and click @ select layout to be 1*1, 2*2,

3*3, or 4*4. See Figure 9-3.

You also can click @ to customize TV wall layout.



‘ Step 1: TV wall setup > Step 2:  Select decode channel > Step 3: Enable ‘

. 1. Set general layout
3.Combine to create a screen group

|
alSchemeName: @@@@ \q_jl (@@

TV Walll *

2. Adjust TV screen

4 Cancel group screen setup

Memo:

Screenl

Screend

Screend

Cancel

Figure 9-3

Note:
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Press Ctrl and now user may select more than one screen. Click - onthe right to

combine selected screens. User may cancel combination by clicking on o’ | Before you
combine screens, you must add video wall equipment.

Double click the screen or right-click and select Properties. In the pop-up box, user may set
exact position, size and name of screen.

Select a screen, and right click to delete or rename the screen.

Click Next. System displays Select decode channel interface.

In Device Tree, select decoder and drag it to corresponding TV wall. See Figure 9-4.



‘ Step 1: TV wall setup > Step 2. Select decode channel > Step 3: Enable

. 1.5end out print command (Right click a decoder to print channel info.) 2.Binding channel (Select a channel from the tree to the screen.)
3.Cancel binding (Right click the screen and cancel binding.)

Screenl Screen2

Screen3 Screend

o
Figure 9-4

Note: Right-click can cancel current binding and rename screen.

6) Click Next. System displays Enable interface.
7) Check Apply Now.
Note: If you do not check Apply Now, then user may not select this TV wall on Client.

8) Click Finish.

9.3 Config TV Wall Task on DNA7000(DSS) Client

Via selecting TV wall schemes and bind video with TV wall to output video to wall.

.

1) Click "™wal  in Basic area.

System displays TV Wall interface.

2) Click @ at the upper-left corner, select TV wall scheme.

3) Drag channel on the right to corresponding screen of TV wall to bind.
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See Figure 9-5.

T & = O %

1 video sources Binding 1 video sources

® B 1
& [ 171290030
® g 1T2T58 20

Binding 1 vide

e a0l

Figure 9-5

No. Interface Note

1 TV Wall Scheme @
° : click to search all TV wall schemes added

on Manager-end.

® E: click to search all added TV wall tasks.

® ﬂ: Save task.

2 TV Wall Plan @
L] : add schedule plan.
o (D: add tour plan.
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3 Tour, clear

@: enable/disable the window tour.

vd. clear.

Advanced

ADvanced

Click o

Multiple window: open C. user may select

more than one window or directly select all
windows.

Stream type: main stream, sub stream, three
streams, local signal.

Duration: time interval of window video touring.

‘_‘: pane

=

: on/off screen

5 Operation

Channel Listws

Click

Screen, window, channel binding info

® Click @, user may view if it is the channel you

want at the lower-right “preview”.
Click , to adjust order.

Click B3, to delete added window signal source.

6 Output to wall, Tour

@J : instant output to wall, when complete this

task, system auto output to wall.

i

: click to output to wall.

('): enable/disable tour plan.
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7 Split

o el Ll EaEia iR ENES

split, may split 1~64 screens.

screen

) @ customize screen split.

® &J: clear.

® "!”: screen ON/OFF.

8 Org, Favorite

Select channel from organization or favorite tab.

Channel under “Org” tab, right click “Add To

Favorite”, to add it into “Favorite” tab.
Note:
Before user may add it to favorites successfully, you

must click = under “Favorite” tab.

9 Video Preview
Window

Double click video channel, auto add to window. In
channel binding info bat, click @ to preview video.

4) Click .

5) Input Task Name, click OK.

6) Click @ to complete.

You also can customize TV wall plan to output video to wall. Please refer to Ch. 4.3.2.
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10 Audio Intercom

Via audio talk, user may talk to front-end device and broadcast.

10.1 Audio Talk

Audio talk allows Client to talk to a single front-end device.

1) Click '#die®k  in Basic area. System displays broadcast interface, see Figure 10-1.

P B = L X

AudioTalk  Broadcast

& [ (fy root
[ & 172755159
[ & pvr-1
[ & ovr-2
[ & ovr-3
O & ovr4
O & ovrs
O & ovre
0 & owr7
] & ovR-8
DVR-8
0 & ovr1o
0 & ovr-11
1 & ovr1z
1 & ovr13
1 & ovr-14
BroadcastList [[1 (& pvr-15
1 & pvr-16
1 & pvr-17
[1 &) pvr-18
1 & ovr-19
[ & bvr-20
[ & pvr-21
[ & pvr-22
[ & ovr-23
[ & ovr-24
1 & ovr-25

SN Device Name Position Device Type Status Audio

Figure 10-1

2) Click Audio Talk tab in the upper-right. System shows Audio Talk interface.
3) Select a device to talk.
Note:

Audio talk is valid to device only, not to channel.

4) Click . System shows interface as in Figure 10-2.
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I Audio Talk x I
Sampling Rate _v

Sampling Digit  KEEE

Audio Format

~

QK o (.Cancel.;]

C

Figure 10-2

5) Set Sampling Rate, Sampling Digit, and Audio Format, click OK. If config match device,
system will inform you that audio talk is successfully enabled, see Figure 10-3.

! Digital Surveillance System

Audio Talk Broadcast

Input contents

= ) root o
[eg 1727.55.159
8 DVR-1
= pvR2
[= pvR-3
[=) DVR-4
= DvR-5
[=) DVR-6
= DvR7
2] ovrs
= ovra
[ ovr-10
& ovr-11
= ovr-12
& ovr-13
=] DvR-14
=] DvR-15
=] DvR-16
& ovr7
=] DvR-18
=) DVR-19
=) DVR-20
= pDvrR-21
=) DvR-22
= DVR-23
=) DVR-24
=) DVR-25

Device IP:172.7.57.200 Device Name:DVR-1 Audio Talkis in process

Figure 10-3

If config do not match device, system will inform you that failed to enable audio talk, and
show recommended parameter. User may config based on the recommended parameter.
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During audio talk, click to end audio talk.

10.2 Broadcast

Broadcast allows the Client to broadcast with multiple front-end devices.
1) Click Broadcast tab in Audio Talk interface. System shows Broadcast interface.

2) Select multiple devices on the right. The selected devices will be displayed in broadcast
list.

3) Click @ System displays Broadcast setup interface, see Figure 10-4.

r
Broadcast bd

Sampling Rate e ¥

Sampling Digit Bl v

Audio Format  el=3E g L J

~,

N .
OK o ( Cancel |
- b -

Figure 10-4

4) Set Sampling Rate, Sampling Digit and Audio Format.
5) Click OK.

If config match device, then you enable broadcast successfully and device in list will show
enable status, see Figure 10-5.
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Digital Surveillance System |

i iE— JHiE—
Broadcast List

SN Device Name: Pasition Device Type Status Audio

AudioTalk  Broadcast

Input cof

& [ (fy root

[ & 172755159

S @@R ]
[ & DvR-1_1
[ '@ DVR-1_2
[ ‘& DVR-1_3
[ ‘g DVR-1_4

O & ovr2

0 & ovra

O & ovr4

O & ovrs

0 & ovrse

0 & owrr

& ovre

1 & ovra

1 & ovr-10

[F1 & pvr-11

1 & pvr-12

1 & pvr-13

1 & ovr-14

[ & bvr-15

[ & ovr-16

[ & ovr-17

[ & pvr-18

1 & ovr-19

1 & ovr-20

1 & pvr-21

v

Figure 10-5

During broadcast stats, click @ to end broadcast.
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11 Video Intercom

Video intercom supports call, remotely unlock, send message, alarm search and etc.

11.1 Config Device

11.1.1 VTO Setup

1) Login VTO web.
2) Select Network>SIP Server.

3) Configure platform address, port is 5080, see Figure 11-1.

IP VDP Door Station Web Server V1.0

Port Config

System Config TCP/IP FTP Config

SIP Server Config

> Local Config

> LAN Config IP Address | 172.7.57.251

Network Config

> User Manager

Port 5080 (1~65535)

Usemame

Password
Info Search sssses

SIP Realm | VDP
Logout
[} sIP Server Enable

Waming:The device needs reboot after modifing the SIP server enable.

Defauli_ || Refiesh || oK

Figure 11-1

4) Select Network Config.

5) Set building/unit no. and call number, see Figure 11-2.
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If you complete this operation on DNA7000(DSS), user may see device platform connection

IP VDP Door Station Web Server V1.0

System Config

> Local Config

> Network Config
> Video Set
> User Manager

Info Search

Logout

LAN Config

BuildingMo. |9
Building UnitMo. | 3
YTO Mo. | 8004
Support Building @ Turn on ) Turn off
Support Unit @ Turn on () Turn off

Figure 11-2

Select Local Config>A&C Manager.

Warning:The device needs reboot after modifing the config above.

Default

|| Remesn || ok

Set unlock password and duress password, check to enable button.

Set auto snapshot, select Turn On, and when you swipe card at VTO, client will receive the

snapshot picture, see Figure 11-3.

IP VDP Door Station web Server V1.0

System Config

Local Config

> LAN Config

> Network Config

D

Info Search

Logout

Local Config

Unlock Responding Interval

Unlock Period

oor Sensor Check Time

Open Door Commant

Lift Control Protocol

A&C Manager

15

2

15

123

Dahua Protocal

Talk Manager

System Time

Check Door Sensor Signal Before Lock

[T Lift Control Enable

New Unlock Password

New Unlock Password

Confirm

Mew Menace Password

New Menace Password

Confirm

Auto Snapshot

@ Turnon |

~) Turn off

Defaull_||

Refresh ||

OK

Figure 11-3

status on VTH device’s homepage as online/offline.
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11.1.2 VTH Setup

1) Login VTH and go to Settings>Project Settings.

2) In Local Config, config VTH room no. and network address, see Figure 11-4.

Room No. 9901

Local IP 172 17

SubnetMask 256 - 266 -

Figure 11-4

3) In SIP server config platform address and port (50800, and enable. User may not modify
other info, see Figure 11-5.

@ Project Settings

IP Address 172 - 66 - 180
Network Port 5080

User Name

Password

Realm

Enable Status

Figure 11-5

4) In Network, configure corresponding VTO address, and enable, see Figure 11-6.
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Project Settings Q

B2  Product Info

E SIP Server
VTO Name

Enable Status

—

Figure 11-6

5) Set status check. When you complete basic config info, in VTO homepage, view device
config status. If there is no “X” shown, the config is normal. See Figure 11-7.

Figure 11-7

Note:

The first picture represents VTH connection status, and the second picture represents VTH
registration status on VTO. “X” means that registration failed. (After you configure VTH, reboot
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the device, and it will be linked to platform according to VTO.)
1) VTH zone setup

On VTH, click Security>Zone Status, configure zone info of each channel (zone config login
password is 123456.), and user may switch NO/NC status to trigger alarm; in alarm record, user
may view alarm record of each zone.

2) VTH DND mode

On VTH, click User Settings>DND configure DND time, see Figure 11-8.

System Settings

DND Setings

Project Settings

& Introduction

24 H

Figure 11-8

11.2 Add Device on DNA7000(DSS) Manager

1) Login DNA7000(DSS) Manager.
2) Select General>Device>Video Talk.

3) Click Add. System pops up Add Video Talk Device box, see Figure 11-9.
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Add Video Talk Device

|

—

Figure 11-9

4) Configure VTO info parameter, click Add. You only need to add VTO since VTH will be auto
linked to platform via VTO.

11.3 Video Intercom Function on DNA7000(DSS) Client

11.3.1 Video Talk

After you have added VTO and VTH, on DNA7000(DSS) Client, go to Video Talk, and see the
device tree on the left in the interface. Building no., unit no. reported by each device will auto
generate device organization tree.

1) Login DNA7000(DSS) Client.

2) Select E in Basic area. System shows Video Talk interface, see Figure 11-10.
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Digital Surveillance System |

Video Talk

%= address List

Organization

Onlines1  Offline:2

. %Eoéu\\dmg 2 2-1NTO 2-4VTO l 2 3
Unit 1 02018006 02048003
B unita 4 5 6
[\
i 8 9
EE 2-4-9088
02049088 : 0 #
[\
Al M &=
Figure 11-10

According to building no., unit no., and other VTHs reported by the device, it will auto generate

contacts.

> If auser wants to call a unit VTO via client.

Click on VTO.

Call is one-way from clien to VTO only.

System pops up a box, see Figure 11-11.
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Figure 11-11

1). Click .

2). System pops up confirmatio box, click OK.

User may unlock remotely.

3). Click “ to stop call.

Call box will not be closed.

» If auser wants to call a specific VTH from client.

1). Click on VTH.

Call is bidirectional between client and VTH.

System pops up a calling box, see Figure 11-12.
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Dialing:VTH-02028021

Waiting Time:00:00:02

o

Figure 11-12

2). When VTH accepts call, the user can start a bidirectional talk.

See Figure 11-13.

Dialing:VTH-02028021

Call time:00:00:10

rF..y .
l\;*:/' el _

Figure 11-13
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e VTH does not accept call in 60s, then client will prompt user and ask if he/she wants to
redial. The user may click again to redial.

e If the VTH being called is busy, client will prompt user to call again later.
» If the VTO is calling the client.

Client pops up VTO calling box, see Figure 11-14.

Call from:WIO-01018003 » .

ettt 12 bt st

Call time:00

Figure 11-14

User may click , to accept VTO call, and start a bidirectional talk.

Also user may click to unlock.

» If the VTH is calling the Client.

Client pops up VTH call box, see Figure 11-15.
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Call from:VTH-02028021

Waiting Time:00:00:05

QL ED
Figure 11-15

User may click to talk with VTH.

If there is missing call, user may click missing call shown in red Call Record at the lower-right
corner in Talk interface, see Figure 11-16.

'“T/ Cj.—‘

All Missed |_|

s %:%;JST:CZJ_ Today 16:34

h %EEZ-;‘QZD:_ Today 16:32
Figure 11-16

Click ", user may call back.

You also can view ALL of call records.

On the right, there are , here enter call number to fuzzy search.

4 5 o

In on the right, you also can directly dial VTO to call VTH either one-way or
bidirectionally.
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11.3.2 Send Message

In Message Publish interface, user may add announcement or notice, which can be sent to
each VTH and users can view them on VTH.

11.3.3 Event Search

In Event Search interface, user may search for alarm event and unlock type. You also can learn
about time of alarm, device location when alarm occurs, plus alarm status.
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12Mobile
12.1 Add DLA1100 Device

12.1.1 DLA1100 Device WEB Platform

1) Login device web.
2) Select Platform Settings.

3) Enable platform connection button, fill in device ID, IP address, port and other info, see
Figure 12-1.

o)
(|"*= Platform settings

Connection state

Device ID kﬂm
IP address  |172.7.57.111

Remote port 9500

Local port 37777

Figure 12-1

4) Click OK.

12.1.2 Add DLA1100 Device on Manager

1) Login Manager-end.
2) Select Device>Encoder.

3) Click Add.

4) Configure parameter info, select auto for method, and register ID shall match device ID.
Device type is DLA1100, check “Add ITC”. See Figure 12-2.
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Figure 12-2

5) Click OK. User may view it in Device>ANPR Device.

12.2 Add Mobile Device

12.2.1 Device WEB Setup

1) Login Device WEB.
2) Select Setup>Mobile>Auto Register,

3) Enter Server IP, Port. See Figure 12-3.
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4)

WEE s=wie= TS "N AN BT AT

Channel Auto Register

Network

Enable
Event
Server IP 172.7.66.187
Storage
System Port 9500
Information Sub-device ID M2181

Vehicle — | |

Refresh ‘ | Default

Figure 12-3

Click OK.

12.2.2 Add Mobile Device on Manager-end

1)
2)

3)
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Login DNA7000(DSS) Manager-end.
Select General>Device>Encoder.

Click Add. System pops up Add Encoder box, see Figure 12-4.



Add Encodei

ALY

Ll BE A

Figure 12-4
4) Set parameter info. For device type, usually users select MDVR.
5) Click OK.

User may search for added device in encoder page as to view device online/offline, and modify
or delete device. See

L]
I
|
L
I
r
|
L
L |
u

Figure 12-5.
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(TR BT BTNy

Figure 12-5

Under operation column, there is edit, delete and config icon for existing encoder.

12.3 Mobile Info

12.3.1 Add Driver Information

1) Login DNA7000(DSS) Manager-end.
2) Select Mobile>Mobile Info>Driver.
3) Click Add. System pops up Add Driver box, see Figure 12-6.

Add Driver

3

——
= =
.

Figure 12-6
4) Enter basic info, click OK.
User may search added driver by keyboard and gender, as well as modify and delete driver.
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See Figure 12-7.

IC Card No. Cell Phone No.

Figure 12-7

12.3.2 Vehicle Management

1) Select Mobile>Mobile Info>Vehicle Management.

2) Click Add. System pops up Add Vehicle box, see Figure 12-8.

Add Vehicle

Figure 12-8

3) Enter basic info, click OK. User may searched added vehicle plug modify and delete
vehicle. See Figure 12-9.
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Organization Operation

Figure 12-9

12.3.3 Device Association Management

User may associate existing MDVR device with existing driver and vehicle.
1) Select Mobile>Mobile Info>Device Association.
2) Select device to associate, click Associate.

3) System pops up Edit Device Association box, see Figure 12-10.

Edit Device Association

1000033

211
S—

Figure 12-10

Note: You may select vehicle and driver according to you need.

4) After association is complete, click OK to save. Then the device, driver and vehicle are
associated.

On Client mobile map, above device user may see the association information same as on
Manager-end. See Figure 12-11.
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Figure 12-11

The following is vehicle info associated with device.

Figure 12-12

12.3.4 Mobile Statistical Report

In Mobile Statistics, user may search detailed GPS abnormal report, history GPS report, device
status report, overspeed statistics, and area alarm report via different criteria, and export log.
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For example, you search for electronic virtual fence, the steps are as follow:

4)

158

Select Mobile>Mobile Statistics> area alarm report.

On organization tree, select organization structure you want to search and enter search

criteria, click Search.

The system displays search result, see Figure 12-13.

GPS Recent Update

Recent Online Status Status Update Time atus Mo Data Duration

Figure 12-13

Click Export, to export search result.

GPS Abnormal

Report

Used to record device data during non GPS data

duration.

User may search for detailed GPS abnormal info

via non data duration.

History GPS Report

Used to record device history GPS data.

User may search detailed device GPS history data
via organization tree node, period, device hame

and etc.

Device Status

Used to record device online or offline status.




Log Note

Report User may search device status via organization

tree node, period and etc.

Overspeed Used to record device overspeed status.

Statistics
User may search detailed overspeed info via

organization tree node, period and etc.

Area Alarm Report Used to record alarm condition in electronic virtual

fence.

User may search for detailed alarm info via

organization tree node, period and etc.

12.4 Violation Query

According to set time, period, snapshot location, plate and other criteria, user may search for
ANPR device snapshot all pictures.

For example, you want to search for all plates with letter “A”:

1) Select ANPR info search.

The system shows General interface.

2) Select by period, enter snapshot date and snapshot period.
3) Check Fuzzy Search, and enter “A” in plate no.

4) Click Search, see Figure 12-14.
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DSS

Digilal Surveillance Sysiem |

Fuzzy Search

Time: (o) By Time (_ By Period €
ielin [ 2016-05-09 00:00:00

SIGRuCN 2016-05-00 23:59:59

More Criteria

~
(_Bxport_) (_Exporcall )
| | PlateImage  Plate No. Plate Color Location Time ~
R iieens07  Blue 1 2016050915..
O R iieees07  Bue 1 2016-05-09 15..
C Y iieees07  Blue 1 2016-05-0915..
[ SR fieeas07  Bue 1 2016-05-09 5.
O R ireees07  Bue 1 2016-05-09 15..
C Y iieees07  Blue 1 2016050915
[ SR tieeas07  Bue 1 2016-05-09 5.
O R ieees07  Bue 1 2016-05-0915..
C Y iieees07  Blue 1 2016050915
Car Color: Black | SR ticeaso7  Blue 1 2016-05-09 5.
#\nrfwa:jng;nlﬁ—o&ug 15:13:03 O R s Bue 1 e
State: HFTE Hki C Y iieees07  Blue 1 20160509 15..
SS;CESZMSWUNE ) RN eree7 Ble 1 2016-05-0915..
Vehicle Brand: Other O Y iieees07  Bue 1 2016-05-0915._
C Y iieees07  Blue 1 20160509 15..
O R iieees07  Blue 1 2016-05-0915..
O Y iieees07  Blue 1 2016-05-0915._
[ SR ficeas07  Bue 1 2016-05-09 5.

(_ Stavstics ) Pagel

Note:

Figure 12-14

User may use the exclusion function to block certain results.
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12.5 Mobile Interface

12.5.1 Introduction of Mobile Interface

Mobile interface provides key monitoring, live preview, audio talk, record playback, pattern
playback and statistics.

Click to enter Mobile interface, see Figure 12-15.

TS T e

e Efence & Clear 0 FulbScreen < Hide O Zoom  (C Reset  [M Pane B cica “* More <
e
MDVR DVR
Alarm host ¥ IPC
PVR

" Digital Surveillance System

Filter )

20 7016 (19/63)

[ & IPC (112)

7] 2 HIK(0M)

# [ ;2, MDVR (1/6)
2. ALarm host (0/2)
2L ARS (11)

[C] 2 CSF(11)

] & ZJVIP187(chuanru:
7] @ ARs231

0 & oot

O & ooz

O] &2 test Real-time GPS(0/0)

Online Vehicle Organization Speed KM/H Position Time 3G Signal ResidualFlow MB De

CPU I !n ﬁnj @& x'|
Figure 12-15

I lee

1A

Shelkd
Click Q\“Y at the upper-left corner of map, it has four arrows pointing at four directions.
User may move the map by clicking this button. Below it there is zoom in/out button.

Functions of mobile interface are shown below.
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No.

Interface

Note

Map

Operation

e Clear screen, clear operation on map.

e  Switch, switch city on map.

e Search, search place on map and position it.
e Hide, hide device name shown on map.

e Zoom, right click mouse to zoom map.

e Point, select device by point.

e Line, select device by line.

e Panel, select device by pane.

e Circle, select device by circle.

e Reset, if map has shifted, click reset to restore

current position.

e Distance, measure distance between selected

points.
e Area, measure area of selected region.

e Mark, mark on map.
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No.

Interface

Note

Device List
and
Electronic

Virtual Fence

Checked device under “Device "tab means
that the device is subscribed. Detailed info is

shown under “Real-time GPS” tab.

Under “Device Type” tab, user may check

device type to filter.

Under “Electronic Virtual Fence” tab, user may
create speed limit area, driving area and etc.
When a vehicle passing Electronic Virtual
Fence area is not driving according to the law,
the system will alarm. Alarm info will be shown
under global overspeed, speed limit,

emergenct and other alarm tabs.




No. Interface Note
3 Real-time Real-time GPS may show subscribed device info.
GPS Double click device to view live preview.
e Under “Online” tab, see if device is online.
e Under “Vehicle” tab, it shows vehicle info.
e Under “Organization” tab, it shows
organization of the vehicle.
e Under “Speed” tab, it shows vehicle speed.
e Under “Position” tab, it shows whether the
vehicle is being positioned.
e Under “Time” tab, it shows real-time GPS
receiving time.
e Under “3G signal” tab, it shows network
intensity.
e Under “Device ID” tab, it shows device ID.
e Under “Position” tab, it shows vehicle current
position.
12.5.2 Right Click Device

12.5.2.1 Right Click Device

In Mobile interface, right click device under Device tab, user may see Figure 12-16.
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DSS

" Digital Surveillance System |

Device E-fence # Clear :': Full-Sc

Device type
wovr ] ovR

B Aarm nost il 1PC
B PR

(" Filter |

Input contents Cg

= 71§ XJ-4004(sheniji) (1/19)
=[] & MDVR (0/13)

[+l

K.ey Monitoring

[+

Realtime Video

H B

Audio Talk

[+l

Record Playback

B

Pattern Playback

[+

Report
] fg test3ns
[ & test306 -
[ &g test307 Reaktime GPS(0/0)
] &g test303 ' Online Vel
S T
Figure 12-16

12.5.2.2 Key Monitoring

1) Under Device tab, check one device to subscribe it. The interface shows device GPS info
plus device real-time info and associated info.

2) Right click the device, select key monitoring, see Figure 12-17.
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T
NG gl ve cmie

d

5 12
P O\
= NN

Vehicle GPS Info

2016-05-07 17:28:02
2016-05-07 17:27:36
2016-03-07 17:27:30
2016-05-07 17:27:44
2016-05-07 17:27:38
2016-05-07 17:27:32
2016-03-07 17:27:26

(D Double click a row to g0 to the specified position!
L%

Figure 12-17

Note: The map shows vehicle driving pattern within previous 10 minutes. User may double click
any row to position it on map.

12.5.2.3 Live Preview

The system shows 4 live preview channels by default.

In Key Monitoring interface, click ! or under Device tab, right click device and select live
preview. The system shows live preview video, see Figure 12-18.
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M1271(MDVR)-Online

Waiting for video

I address:
Realtime Monitor Channel 1 Channel 2 Channel 2 [ channel4 { asnapshat |

Figure 12-18
1 Select e By checking to select channel you want to be
Channel shown.
2 Snapshot e By snapshot, user may snapshot picture from
video.
3 Send e Enter or select one message, send it to mobile

~
device. User may click to edit

message template. You may expand message
button to see an ad option which you may also

edit to be sent.

Note:

The device currently only has one window for edition of message and ad. After message or ad
is sent, it will be shown in video window, see Figure 12-19.
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Slovwiclowniplease!

Figure 12-19

12.5.2.4 Audio Talk

User may right click on device to select audio talk function. See Figure 12-20.
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A0 (=0R)=114] 1lE)sal0sss

Device IP:172.7.57.218 Device Name: ip218

Audio Talkis in process.

Figure 12-20
Note:
User can directly talk to device on Client.

User may adjust volume of MIC and earphone on this page.

12.5.2.5 Record Playback

Right click on device to select record playback function, see Figure 12-21.
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M1271{MDVR)-Online

Start Time 2 :00:00 i E o §i Search ol

Record Source &

G W 2016-05-09 12:00:00 [wm]
E{) 1 2 3 4 5 6 7 8 9 1041 12 13 14 15 16 17 18 19 20 21 22 230

Window2 Cha
Window

anetitf>] | PR [
Window4 Channetbtf ] | [ [ | [ [ | [ | | | | [ | [ | [ | [ [ [ [ |

Figure 12-21

Record playback supports search and playback of device record and center record. Click area
containing record to position this time point of record.

12.5.2.6 Pattern Playback

Under Device tab, right click device and select pattern playback, user may enter Pattern
Playback interface. Select one of GPS, device and platform to search and playback pattern of
current device.

» GPS: display current device GPS info and pattern.

» Device, display current device record.

» Platform, display current platform central record (record in record plan).
For example to search GPS, platform steps:

1) Configure start time and end time.

2) Select GPS.

3) Click Search.

See Figure 12-22.
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Current Time: 2016-03-05 21:21:23

Vehicle History Locus Info
1 2016-05-05 21:21:23 0 N No Alarm
2 2016-05-05 21:221:17 0 N No Alarm
3 2016-03-05 21:21:11 0 N No Alarm
4 2016-05-05 21:21:05 0 N No Alarm
3 2016-05-05 21:20:59 0 N No Alarm
13 2016-03-03 21:20:33 0 N No Alarm
7 2016-03-03 21:20:47 0 N No Alarm
@Cﬁckam!wEngﬂtothespe&ﬁeﬁpnsibﬁm.DnubBec&cktnpkybmkﬁummtpusim! @ @
B
Figure 12-22

12.5.2.7 Statistics

User may search GPS module status report, overspeed report, fence alarm report, history GPS
and device offline report.

For example, to search GPS report:
1) Right click device and select report>history GPS.
2) Enter search period.

3) Click Search. See Figure 12-23.
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| Dmesfime | ocwcNome | omomimdon | lomwmde | wwee | soccotwm ||
2016-05-09 15:40:11 M1271 MDVR 120.16883 30.186205 0.0
2016-05-09 15:40:05 M1271 MDVR 120.16883 30.186201 0.0
2016-05-09 15:39:59 M1271 MDVR 120.16884 30.186197 0.0
2016-05-09 15:39:53 M1271 MDVR 120.16884 30.186192 00
2016-05-09 15:39:47 M1271 MDVR 120.16884 30186188 00
2016-05-09 15:39:41 M1271 MDVR 120.168846 30.186184 0.0
2016-05-09 15:39:35 M1271 MDVR 120168846 30.186182 0.0
2016-05-09 15:39:29 M1271 MDVR 120.16E846 30.186182 0.0
2016-05-09 15:39:23 M1271 MDVR 120.168846 30186184 00
2016-05-09 15:39:17 M1271 MDVR 120.16885 30.186184 0.0
2016-05-09 15:39:11 M1271 MDVR 120.16885 30.186182 0.0
2016-05-09 15:39:05 M1271 MDVR 120.16885 30.18618 0.0
2016-05-09 15:38:59 M1271 MDVR 120.16885 30.18618 0.0
2016-05-09 15:38:53 M1271 MDVR 120.168846 30.18618 0.0
Figure 12-23

User may click Export to export result of search in Excel format to local.

GPS Module Status

Statistics of current device GPS module status info

Overspeed Info

According to Start Time, End Time, Alarm Type,
Overspeed and Alarm Interval, make statistics of current

device and overspeed info.

Fence Alarm Info

According to Start Time, End Time, Alarm Type and
Vehicle, make statistics of current device fence alarm

info.

History GPS

Statistics of vehicle history GPS info, including the
vehicle longitude, latitude, speed and etc. Click

Position to find vehicle on map.

Device Offline Info

Statistics of current device offline status info.

172



12.5.3 Icon above Device

On mobile map, user may see icon above device, see Figure 12-24.

Realtime Info  Corresponding Info x

Qrg: MDVE
Current Speed: 0 KM/H

Recewed Time: 20168-05-09 15:29:17
Vehicle fuel consurnption:

‘el ZgEGL e

Figure 12-24

User may click these icons or right click device to get corresponding functions:

_geKey monitoring
_!,=Live preview

rew
i
_lC1£=Recent pattern, not available in right click menu.

!E=Audio talk
!E=Record playback

T
-_~L2-‘=Pattern playback

! @=Address analysis, not available in right click menu.|

12.5.3.1 Recent Pattern

Recent pattern shows device recent pattern, see Figure 12-25.
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Figure 12-25
Note:

Red line in picture is the recent pattern.

12.5.3.2 Address Analysis

Address analysis button can help you exchange GPS info into real position.

12.5.4 Configure Electronic Virtual Fence

Click Electronic Virtual Fence, see Figure 12-26.
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Digital Surveillance System

Device E-fence
. @ Fence Center ) Device Center
]
i

& forbid

© start
s  arrive
g

Figure 12-26

Config method of limit, drive, forbid, start, arrive are the same, here uses limit as an example.

1) Click limit, see Figure 12-27.
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Digital Surveillance System

Do Efence ‘ &% Clear [ FulScreen > Hide ‘@, Zoom C Reset [M pane (B Cirde ** More <
@ Fence Center & Device Center 12015749, 30.19011 Double click the map
Inpu nts Q\ to end fence setup.
a Right click mouse to
e il delete the last video
T limit channel.
O drive +
@ forbid
 start =]
Q‘: arrive

Real-time GPS(1/6)

Online Vehicle Organization Speed KM/H Position Time 3G Signal ResidualFlow MB DI
. Offine  test3 MDVR 0 2016-05-09 1. 1004
. Offline  test1 MDVR 0 2016-05-09 1.. 1004
. Offine  mdwr218 MDVR 0 2016-05-09 1. 1004
. Offline  M217 MDVR 0 2016-05-09 1. 100¢

Online  M1271 MDVR 0

Located 2015-05-09

Figure 12-27

2) Click a point on map to add limit area. User may add point progressively. Double click point

to end adding. See Figure 12-28.

[ Digital Surveillance System 1

D Efence ‘ &% Cear [ FukScreen = Hide  Q zoom O Reset [Mpane B crce - More
@ Fence Center (J Device Center

B s

enclosure
E limit
G drive
& forbid
‘“ start
' amive

HEHHBBE

Realime GPS(1/1)

Online Vehicle Organization Speed KM/H Position Time




Figure 12-28

3) Double click on red text above, it pops up fence property box, see Figure 12-29.

ﬁ ST B

| Digital Surveillance System |}

Device Eonee &% Clear [ FulSaeen = Hide Q@ Zoom O Reset [ Pane B Cice ** More <

@) Fence Center () Device Center

=] ;?1, enclosure
T limit
@ drive
@ forbid
£ start
‘“ arrive

> - NS 2 6
Fenceﬁopm‘_ X
Fence Type: Speed Limit Zone
Period Config: Enable Rule
Select day. EILNLE v

period 1: BeginTime: . n > F=r
period 2. BeginTime: EndTime: 5'9‘ i e T
period 3: BeginTime: EndTime:
period 4. BeginTime: EndTime:
period 5 BeginTime EndTime: -_
period 6 BeginTime _ EndTime:

Sunday [7] Monday Tuesday [T Wednesday [7| Thursday [~ Friday Saturday

L ok ) ( Canel ) CPUIIIIIIIIII_EEIEB @. e

Figure 12-29

Note:
In Fence Property box, user may configure fence type, speed limit and fence name.

When you complete config, click OK. The new limit area will be shown under limit tab of
Electronic Virtual Fence.
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13IVS Analysis

The system currently supports people statistical information and heat map.

13.1 Add Smart IPC Device

Before using this statistical function, you must add SmartlPC device on DNA7000(DSS)
Manager.

1) Login DNA7000(DSS) Manager.

2) Select General>Device>Encoder.

3) Click Add. System pops up Add Encoder box.

4) Configure parameter info, select Smart IPC for device type, check People Count box. See
Figure 13-1.

Figure 13-1

5) Click OK.
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13.2 People Statistical Report

1) Login DNA7000(DSS) Client.

2) Click in Extension area.
3) On the left, select device channel, configute alarm type, statistical time, click Search.

See Figure 13-2.

& [ [y root
& ¥ 2, kk1
Y ]= Wosbrvae (& Bgot)

Figure 13-2
4) Click “HeatMap”. See Figure 13-3.
Note:

Device real-time upload heat map data to platform, start from adding device, user may search
heat map statistical data, but search is in unit of week. (Interval between start time and end time
is up to 7 days).
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DSS AP o

Digital Surveillance System

Heat Map

QU

it

= (ffij roo
= & SmartiPC
i IPC
&) 172757.158
) Asse
g IPC239
%/ IP PTZ Dome138

Video View

Figure 13-3

180



14Smart Track

DNA7000(DSS) platform client support smart track, which links fisheye camera and general
camera, easily monitor each spot.

Note:

Before using smart track function, you must add fisheye device in Basic Config>Device on

Manager (after adding device, click ,, in channel dropdown list select “fisheye (rear

calibration) and general speed dome. Please see Ch. 5.1.

1) In Extension area click @

2) Click Add Scheme. See Figure 14-1.

¥

Add Monitor Position x

itor Position Mame
FishEye name [j=Is
peed Dome Mame:

Remark

—, -

§ (0].4 ) . Cancel .\J

Figure 14-1

3) Configure monitor position name, select fisheye name and speed dome name, click OK.
See Figure 14-2.
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| FishEye name:11 - X

Step s

R -

(_AddCalib ) (_DelCalib )
A& Y o o/

FishEye-X FishEye-Y SD-X SD-Y SD-Mul

5% fg’&ia DUEI 50 YA e )

Operation Advanced w

OK Cancel

[ ) (

)

Figure 14-2

4) Click Add Calib, and select one spot in fisheye video on the left. Then find this spot in
general speed dome video on the right, adjust PTZ to center position (green cross in
video).

Note:

» Select 3-8 calibration points in fisheye video.

» When you find the calibration points in general video on the right, click Q to zoom out
PTZ.

[ —']

» Click LQ using 3D positioning, when you click a certain spot in video on the right, it will

auto moved to center position.
5) Click save.
6) Follow step 4-5 to add at least three calibration points which shall not be linear.

See Figure 14-3.
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FishEye name:11

Q>
b 4
v
SR )
Q = &

Operation Advanced w

Step I R
CET—
_ (so

Add / Mud\fy De\eteJ

(_Add Calib ) (_Del Calib )
b - -4

FishEye-X FishEye-Y SD-X SD-Y SD-Mul
[ 300 213 1712 150 89
[ 163 214 1564 152 93
[ 218 344 1715 268 102

v 'S Can:e\

Figure 14-3

7) Click OK. See Figure 14-4.

DSS A

Digital Surveillance System

? &4 - 0O X

4 Add ) (% Delete ) ( % Reiresh )
v\

nitor Position Na  FishEye Name ~ Speed Dome Na Description QAlarmManageAlarmOutListDlg

] 111 Ivs-B_1
L S X O S B <

Figure 14-4

8) Click P, enter Smart Track interface, see Figure 14-5.
- 0O x

FishEye name:11

Link (= Fish (_stup Stali )

v
+

. s Wy
KON * )

o P

Operation  Advanced W

Step

—ucu,

Add Mod\fy { Delete )

(_ Gancel )
b Y

Figure 14-5

183



9) Click any point on in fisheye video on the left, the general speed dome on the right will auto
link to the corresponding position.

10) Click Config Manager at the upper-right corner to shows add calibration point interface.

11) Click Playback at the upper-right corner to return to smart track interface.
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15Access Control

Access control function supports to unlock door, process alarm information and bind video.

15.1 DNA7000(DSS) Manager Device

15.1.1 Add A&C Device

1) Login DNA7000(DSS) Manager.
2) Select General>Device>Access Control.

3) Click Add. System pops up Add A&C box, see Figure 15-1.

Figure 15-1

4) Configure access control parameter, click OK.

15.1.2 Unlock Timeout Config

The system supports to configure timeout unlock. If a user unlocks door over this time threshold,
then it will link to alarm.
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The higher the level, the higher the threshold value will be.
1) Select Business>Unlock Overtime.

2) Enter alarm level name and threshold value, see Figure 15-2.

Alarm Level name Threshold

Figure 15-2

3) Click Submit.

15.1.3 Link Video

DNA7000(DSS) Manager supports to bind video resource to A&C. When A&C has alarm, it will
play bound video resource.

1) Select Business>Link Video>A&C.

2) Click | I | See Figure 15-3.
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Setup Resource Binding

Source Channel o, Video Channel

s s
>

Figure 15-3
3) Select A&C source and linked video channel.

4) Click OK.

15.2 Access Control

1) Login DNA7000(DSS) Client.

2) Click in Extension area.

3) Indevice list on the right, select different A&C devices, so it will show different A&C unlock
information, door sensor and overtime alarm.

User may view lock/unlock, door sensor, overtime alarm information in each of the following tab.

4) Double click alarm record below, user may view alarm details.
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16 Alarm Controller

DNA7000(DSS) platform supports to manage alarm controller, and to arm, disarm, bypass
alarm controller.

16.1 Add Alarm Controller Device

1) Login DNA7000(DSS) Manager.
2) Select General>Device>Alarm Controller.

3) Click Add.

System pops Add Alarm controller box. See Figure 16-1.

Figure 16-1

4) Configure parameter info, click OK.

5) Refer to Ch. 13.1.1 to configure linked video of alarm controller device.

16.2 Alarm Controller
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1) Login DNA7000(DSS) Client.

2) Click , system shows Alarm controller interface.

Alarm controller interface shows all added alarm controller device and zone, the shown device
status includes online, offline, alarm, bypass, arm and disarm. User may filter device by status.

On the right, select different alarm controllers which lead to different zones. Select root, to show
all zones. See Figure 16-2.

Figure 16-2

User may batch select device and zone to arm and disarm. Double click zone, to view zone
details and monitoring video. Double click alarm info, system pops up alarm details page.

User may view current live preview and record video, and process current alarm. Processing
status includes processed, pending, in progress, miss-alarmed and ignored. Processes status
will be shown in status in alarm info list.
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17 Device Config

After you add device in Device interface, user may configure device parameter in Device Config
interface.

—

In homepage, click E'_# or in Device interface, click & of target device to enter Device
Config interface. See Figure 17-1.

. - @ x
DSS Assist Tool
DSS: 20.2.33.10
T General
2 Onvif (1/2) |A
2 ARS (072 =0 @
& K@) @ B . -
= L
Network Remate Device Encode Image FTZ Contral
Event
-
'
w; IPC239
& onif57.3 Video Detect Alarm Abnormality Smart Config
@ 189
6 e Storage
& onvifgg_1
(=) AR8SS
(4 test2
(=) hik123 @
[ test3
@ 10.33.7.183 Record HDD
%7 IPC239
2 NVR (0/1) .
Q 20233119 Maintenance
% IPC-20
%/ IPC-106 e
% IPC-239
w ars-145_1
w HIK-121.1 ) Account Maintenance WEB
Figure 17-1

17.1 General Setup

17.1.1 Network

User may set network TCP/IP, Connection, PPPoE, DDNS, IP right, SMTP, FTP, multicast,
alarm center, ARS, P2P and etc. See Figure 17-2.

190



17.1.2

MNetwork - 202 33 20(IPC-20)

TCPAP

Connect
PPPoE
DDNS

IP Filter
SMTP
FTP
Multicast

Alarm Centre

Mode @ Static O DHCP

MAC Address 90:02:a9:1e:c2:f8

IP Version v
IP Address

Subnet Mask

Default Gateway

Preferred DNS

Alternate DNS

( Apply ) Q Save ) ( Cancel)l

Figure 17-2

Remote Device

User may auto search or manually search to add remote device, see Figure 17-3.
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Figure 17-3

Click Device Search, system will show devices that are within the same network segment as
this device. For the searched device, click Add to auto add remote device.

Click Manual Add, system pops up add box of remote device, see Figure 17-4. Enter
corresponding parameter, and click OK to manually add.
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Mame
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P Address I
Protocol Type EXTS -

Paort 37TV

User Name _
Fassword _
Remote Channel

-

oK ) (Cancel )

Figure 17-4

17.1.3 Encode Setup

User may set device A/V stream, snapshot stream and video overlay.

17.1.3.1 A/V Stream

See Figure 17-5.
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Encade - 20.2 33 19(PC-19) x|

Main Stream Extra Stream
Stream Type v Video Setup
Snapshot
Encode Type v Encode Type H.264 v
Overlay Resolution v Resolution v
5 s
StreamCtrl v StreamCtrl v
Quaity v Quaity v
Bit Stream ¥ Bit Stream b4
Ref Stream 1024kbps-8192kbps Ref Stream 56kbps-1024kbps
lframes (1-150) lframas (1-150)
Audio Setup Audio Setup
Encode Mode v Encode Mode v
Watermark
Characters
(_2ppy ) (_Sae ) ( Cancel )
Figure 17-5
Parameter Note
Stream Include general, motion detection and alarm. Select different steams for
Type different record events.
Encode Auto get audio encode mode from device.
Type
Resolution Include multiple resolutions, each has different reference streams.
FPS PAL: 1~25 fps, NTSC: 1~30 fps.
Stream CBR and VBR.
Control
_ Under VBR mode, this value is upper limit; under CBR mode, this value is
Bit Stream _
fixed.
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Parameter

Note

Reference According to selected encode mode, resolution to dynamically display
Stream stream (range).

| Frames Time interval between key frames. .

Audio Select this frame, then enable audio setup.

Setup

Encode Device audio encode method.

Mode

Watermark Select this parameter, then enable watermark function.

Watermark Via watermark character, user may see whether the video has been
Characte tampered. Enable option for watermark.

r

17.1.3.2 Snapshot Stream

See Figure 17-6.

AudioMNideo

Size 10680P

Snapshot
Quality v
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Overlay

Snap Interval (SISheet}

Figure 17-6




Parameter

Note

Available parameter:

Snap e Regular: in snapshot plan, snapshot within set time range.
Mode e Motion Detect: snapshot when motion is detected.
e Alarm: snapshot when alarms.
Size Identical with main stream resolution.
Quality Set quality of snapshot.
Snap Set frequency of snapshot.
Speed

17.1.3.3 Video Overlay

See Figure 17-7.
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Parameter Note

Channel Set channel name.

Name
Shield video of specific area in live preview window. Available
parameters:

Region * | ocal preview: shield specific region video in local preview video.

Overlay ¢ Network monitor: shield specific region video in network monitor.
Select “local preview” or “network monitor”’, and click , to

configure shielded region.

Channel If you select this parameter, then it will show channel name in video

Display such as monitor window.

Time If you select this parameter, then it shows time info in video monitor

Display such as window.

17.1.4 Image Setup

User may set video’s color mode, HUE, brightness, contrast and saturation. See Figure 17-8.
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Color Mode Standard Gentle  Flamboyant

Hue 0 =—— e 50
Brightness ([ se— - 50
Contrast () ee—— o 50
Saturation () ee————— 50

(topy ) (s ) (LCancsl )




Figure 17-8

Parameter Note

Color Mode Set color mode.

HUE Adjust color HUE.

Adjust overall color brightness. The higher the value, the higher the

brightness will be.

Brightness
If you increase image brightness, the entire video will be affected
including both dark and bright areas.
Contrast Adjust contrast. The higher the value, the higher the contrast will be.
Saturation Adjust color depth. The higher the value, the deeper the color will be.
Flip Viewing angle. User may select among four modes.
17.1.5 PTZ Config

See Figure 17-9.

PTZ Control - 20.2.33.19(IPC-19) » N
Protoco EE I -
Baud Rate | 2400 v
Data i s B
Stop i I -
Parity None v
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Figure 17-9

Parameter Note
Protocol Select protocol of corresponding model, such as PELCOD.
Address Set speed dome address.

Select corresponding speed dome’s baud rate, and you control

Baud Rate corresponding channel PTZ and camera.
Data Bit Set corresponding data value.
Stop Bit Set stop bit.
Parity Select parity.
17.2 Event
17.2.1 Video Detection

Video detection includes video loss, video tampering and motion detect. While:

e Video loss: when a channel loses video, it will prompts video loss via alarm output, alarm
upload, screen prompt, and SMS.

e Video tampering: when someone tampers camera or video is not clear due to light issue,
video tamper alarm is ON.

Note:
Enable defocus detect: detect defocus video.

e Motion detection: by analyzing video image, when system detects moving signal which has
reached preset sensitivity, it enables motion detection alarm.

For example see Figure 17-10 as motion detection.
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Video Detect - 172.7.56.9(1) x

Video Loss

Camera Masking

Motion Detect

[¥] Enable
Arm/Disarm Period ‘: Set ,l
Sensitivity -
Antidither £ % Second(0~600)
Zone E/._ Set :\]

Record Channel

sﬂ? 8|[9[10][11][12]m
E : second(10~300) [ Upload To Cloud

Delay Time

[ Alarm Qutput

Delay Time Second(1~300)
[ PTZ Link ( Set )
O Tour 1| 2 B3 DA R e R 8| O [0 ) 2

[] Snapshot 23456789101112!

[ Upload To Cloud

O Show Msg ] Send Email [¥] Alarm Upload [[] Buzzer £ sms
': Apply :ZI 'Z: Save :I 'Zi Cancel :\
Figure 17-10

Parameter Note
Enable If you select this parameter, then user may perform motion detection.
Arm/Disarm Set alarm arm and disarm time.
Period . . .

Click setup to pop up arm/disarm period box.
Anti-dither The anti-dither period only can record one time of motion detection event.

Value within 0s~600s.
Zone ¢ Click Set to enter, blue zone is motion detection zone. (center in figure)

e When exit the interface, you must click OK to save motion detect setup.
Record If you select this parameter, then user may perform motion detection alarm
Channel record to this channel. Meantime you must select auto record in

Record>Record Control.
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Parameter Note
Delay Time When motion detection ends, it will extend for a while before stop.
Upload to Check, means to upload record to cloud.
Cloud
Alarm If you select this parameter, then enable alarm link output port, so it can
Output link corresponding alarm output device when alarm occurs.
Output After motion detection alarm ends, alarm extends for a while before stop.
Deploy
PTZ Link When motion detection occurs, link PTZ, such as rotate to point X.
PTZ config event type includes: preset, point tour and pattern.
Tour If you select this parameter, then enable tour channel function.
Snapshot If you select this parameter, then config motion detection snapshot function
for this channel.
Screen If you select this parameter, then when alarm occurs, screen has prompt.
Prompt
Send EMAIL If you select this parameter, then when alarm occurs, send mail to user.
Alarm If you select this parameter, then when alarm occurs, upload alarm.
Upload
Buzzer If you select this parameter, then when alarm occurs, buzzer.
SMS If you select this parameter, then when alarm occurs, send SMS to user.
17.2.2 Alarm Setup

See Figure 17-11.
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Alarm - 172.7.56.101
Alarm Input Enable KT ~ aamaias [
Arm/Disarm Period { Set :I
Anti-dither Second(0~600)
Device Type v
Record Channel 2][3][a][s][6][7][8
Record Delay Second(10~300)
[ Upload To Cloud
[ Alarm Output 2][3][a][s][8
Output Delay Second(1~300)
[l PTZ Link (_set )
[ Tour Bizlz][«][s][e][7][5
[ Snapshat Bizz]le][5]ls]lz][2
[ Upload To Cloud
[C] Show Msg [T Send Email Alarm Upload [C] Buzzer [ sms
Copy current configuration lov 'i Apply :Z Save ) : Cancel .\]
Figure 17-11
Parameter Note
Alarm Input If you select this parameter, then it will link to alarm.
Enable
Arm/Disarm Set alarm arm and disarm time.
Period . . .
Click setup to pop up arm/disarm period box.
Anti-dither The anti-dither period only can record one time of motion detection event. Value
within 0s~600s.
Device Type Set to NO or NC.
Record If you select this parameter, then user may perform motion detection alarm record
Channel to this channel. Meantime you must select auto record in Record>Record Control.
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Parameter

Note

Record When alarm link ends, it will extend for a while before stop.
Delay
Upload to Check, means to upload record to cloud.
Cloud
Alarm If you select this parameter, then enable alarm link output port, so it can link
Output corresponding alarm output device when alarm occurs.
Output After motion detection alarm ends, alarm extends for a while before stop.
Delay
PTZ Link When alarm link occurs, link PTZ, such as rotate to point X.
PTZ config event type includes: preset, point tour and pattern.
Tour If you select this parameter, then enable tour channel function.
Snapshot If you select this parameter, then config alarm link snapshot function for this
channel.
Video Matrix If you select this parameter, then enable matrix.
Show If you select this parameter, then when alarm occurs, screen shows message.
Message
Send If you select this parameter, then when alarm occurs, send mail to user.
EMAIL
Alarm If you select this parameter, then when alarm occurs, upload alarm.
Upload
Buzzer If you select this parameter, then when alarm occurs, buzzer.
SMS If you select this parameter, then when alarm occurs, send SMS to user.
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17.2.3 Abnormality

When an abnormality (i.s. no storage device, capacity warning, storage device error, offline)
occurs, by enabling alarm output function, select alarm output channel, set corresponding alarm
format, create alarm to notify user. For example no storage device is in Figure 17-12.

Abnormality - 172.7.56.101 x N
HsiEs Alarm output 213 (|l4]|5]| 6
R R Output Delay Second(1~300)
Offine [¥] Show Msg [[] Send Email [¥] Alarm Upload ~ [¥] Buzzer [ sms
IP Conflict
Mac Conflict
\ Apply :I : Save /I / Cancel \
Figure 17-12
17.2.4 Intelligent Config

SmartPSS supports to add SmartIPC and you may configure added intelligent device, including
audio detection config and face detection fig. After config is finished, user may to go Live
preview, see Ch. 5.

See Figure 17-13.
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Smart Config - 172.7.67.3(172.7.57.3 1) x|

Audio Detect

- - e

Face Detect

[T] Mutation Enable

Sensitive () — 51
Mutation Threold 0 — e 7
Arm/Disarm Period  ( Set )

Anti-dither Second(0~600)
[¥] Record Channel

Record Delay EI second(10~300)

Alarm Output

Cutput Delay 10 Second(1~300)

] PTZLink (.St )

[7] Tour Tuming 1

Snapshot

[ Show Msg [C] Send Email [C] Alarm Upload ] Beep [] sms

(_apply ) (_ sae ) (_ cancel )
Figure 17-13

Parameter Note
Anomaly If you select this parameter, then enable audio detection alarm.
Enable
Mutation User may set sensitivity and threshold.
Enable

If you select this parameter, enable mutation.

sensitivity:  1-100 level adjustable, the smaller the value, then the more input
sound volume change needs to exceed continuous environmental volume for
being judged as audio abnormality. User shall test and adjust according to actual

environment.

Mutation threshold: 1-100 level adjustable, used to set filter environment sound
intensity. If environmental noise is higher, then you shall set this value higher. User

shall test and adjust according to actual environment.
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Parameter Note
Arm/Disarm Set alarm arm and disarm time.
Period
Click “setup” to pop up “Arm/Disarm Period” box.
Anti-dither Within one anti-dither period, it only records one time motion detection event.
Value within 0s~100s.
Record If you select this parameter, then user may perform motion detection alarm record
Channel to this channel. Meantime you must select auto record in Record>Record Control.
Record When alarm link ends, it will extend for a while before stop.
Delay
Alarm If you select this parameter, then enable alarm link output port, so it can link
Output corresponding alarm output device when alarm occurs.
Output When alarm link ends, alarm extend for a while before stop.
Delay
Snapshot If you select this parameter, then config motion detection snapshot for the channel.
Send If you select this parameter, then when alarm occurs, send mail to user.
EMAIL
Alarm If you select this parameter, then when alarm occurs, upload alarm.
Upload
Buzzer If you select this parameter, then when alarm occurs, buzzer.
SMS If you select this parameter, then when alarm occurs, send SMS to user.

For face detection config, see Figure 17-14.
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Smart Config - ipc-239-1(IPC-239) x|

Audio Detect O] Enable Face Detect
Arm/Disarm Period : Set :_-
Anti-dither l:l
[ Enable Face Enhancemen
[C] Record Channel
Record Delay l:l Second(10~300)
[ Alarm Qutput
Output Delay l:l Second{1~300)
[ PTZ link : Set :
[T Tour Tuming
[C] Snapshot
[C] Show Msg [E Send Email [E Alarm Upload [ Beep £ sms
(_apply ) (_ sae ) (_ cancel )
Figure 17-14
Parameter Note
Enable Face If you select this parameter, then alarm links.
Detect
Arm/Disarm Set alarm arm/disarm period.
Period

Click Set to pop up arm/disarm box.

Enable Face

If you select this parameter, then enable face detection.

Enhancement

Record If you select this parameter, then user may perform motion detection alarm record
Channel to this channel. Meantime you must select auto record in Record>Record Control.
Record When alarm link ends, it will extend for a while before stop.

Delay
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Parameter Note

Alarm If you select this parameter, then enable alarm link output port, so it can link

Output corresponding alarm output device when alarm occurs.

Output Delay When alarm link ends, alarm extends for a while before stop.

Snapshot If you select this parameter, then config motion detection snapshot for the
channel.

Send EMAIL If you select this parameter, then when alarm occurs, send mail to user.

Alarm If you select this parameter, then when alarm occurs, upload alarm.

Upload

Buzzer If you select this parameter, then when alarm occurs, buzzer.

SMS If you select this parameter, then when alarm occurs, send SMS to user.

17.3 Record/Storage

17.3.1 Record Setup

Record setup has schedule and record control.
e Schedule: system records at set time period.

e Record control: select record mode.

17.3.1.1 Schedule

User may set corresponding record time, and record during the set period. Example is as
below:

1) Select Storage>Record. See record setup interface.

2) Select Schedule. See Figure 17-15.
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Schedule B Alarm @ vD&Alarm @ Smart

Figure 17-15

3) Click . See Figure 17-16.

o RePEn %

Regular Motion ~ Alarm  MD&Alarm  Smart
Period1 =
Period2 =
Period3 =
Period4 =
Period5 ]
Period6 ]
[ Al
COsuw [EmMoN CITUE [COwep [ETHU [OFR [ SAT [0 HOLIDAY
\_Sae | ( Cancel ) )

Figure 17-16
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4)

Set period you want to record, select record type, and click OK.

See Figure 17-17.

Schedule o MD B Alam @ vDgAlarm @ Smart

5 6 7 8 9 101112131415161?18192021&2324

"
..EEEEEE'

Figure 17-17
Note:
® Green: normal record.
® Yellow: motion detection triggered record.
® Red: alarm triggered record.
® Blue: motion detection and alarm record.
® Orange: intelligent alarm record.

User may click Apply to copy current config to other channels.

17.3.1.2 Record Control

User may select record mode, see Figure 17-18.
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Schedule Pre-Record L 5(0-5)

Record Control ¥ @ Schedule () Manual () Stop

Figure 17-18

Parameter Note

During certain period of time, records are stored in memory. For

example, pre-record is 4 seconds, then record in the first 4 seconds
Pre-record . "

are stored in memory and records start from the 5" second are

stored locally.
Main Set main stream record mode. Available modes are auto, manual
Stream and OFF.

Set sub stream record mode. Available modes are auto, manual and
Sub Stream

OFF.
17.3.2 Disk Management

User may manage local storage and remote storage.

Local Storage

Store data in local SD card or disk, meantime user may view healthy condition of disk, see
Figure 17-19.

HDD - HCVR x|

Device MName HDD Cperation Status Free/Total Space
Disk 1 Set as read-write disk ¥ Normal 1026.26G/1862.88G
: Cancel :\
Figure 17-19

17.4 System Maintenance
17.4.1 User Management
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User may add, modify, delete user group and use. System default user groups include admin
and user.

Default users are admin, 888888, and 666666.

To add user:

1) Select Maintenance>Account. It shows User interface.
2) Select group and click Add.

System pops up Add Group box, see Figure 17-20.

Add Group X |

Group Mame || |

Memo ]

Rights List  [| CheckAll

[] Ctr Panel
| Shutdown
"] Manitar
| Monitor_01
["] Monitor_02

A | -

O ok ) ( cancel )

Figure 17-20
3) Enter user group name, select corresponding right, and click OK.

4) Select user, and click Add. See Figure 17-21.
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X

|| | Reuseable
Modify Password [
Confirm Password _

User Name

5)

Note:

Memo I

Rights List [] Check Al

["] Ctr Panel

| Shutdown

] Maonitar

[ Monitor_01

["] Monitor_02

| Monitor 03 J
Figure 17-21

Enter corresponding parameter, select right and click OK.

Username and password in access controller are fixed, which are “123456”.

17.4.2

System Maintenance

17.4.2.1 Local Setup

See Figure 17-22.
DateTime
RS232
Auto Maintenance

Version
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Device Name HCWVR
Device No _
Video Standard _

O re(1-50)

Pack Duration

When disk is full

E

Figure 17-22




Parameter

Note

Device Set device name.

Name

Device Device no. in remote control app. Used to in scene when one remote control

No. controls multiple devices. Only when you press address button on remote
control and enter remote control address and device no. are the same with
corresponding device before user may operate.

Language Show device system language.

Video Show video standard of device.

Standard

Pack Set pack duration of each record file. Default is 60 minutes.

Duration

When disk Available parameters:

is full

e Stop, current work disk is overwriting, or current disk is just full, it stops
record.

e Overwrite, when current disk is full, it will overwrite the earliest record file.

17.4.2.2 Time Setup

See Figure 17-23.
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Maintenance - HCVR

Local Setup Date Format v
Time Format 24-H v
DateTime
System Time 011921 £ (syncPC )
RS232
[C] DST Enable
Auto Maintenance = =
DST Type @ Date O Week
Version Start Time A v A4 00:00 -
End Time Al Jan v \ Al 00:00 S
[l NTP
Time Zone v
NTP Sener
port (1es525)
Update Period R vinute(0-65535)
(_Apply ) (_Sae ) (_Gancel )
Figure 17-23
Parameter Note
Date Select date display format.
Format
Time L
Select corresponding time format.
Format
System Set system time of current device.
Time
Sync PC Push SmartPSS PC time to device.
DST DST time.
NTP By setting NTP server, system auto sync time according to server.
Server

17.4.2.3 Serial Setup

User may set serial information, see Figure 17-24.
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Maintenance - nvr-17 x

Loca Seup cow comi 18

Function A4

DateTime I
Stop i R -
Baud Rate 115200 v

Auto Maintenance

Parity v
Version
Figure 17-24
Parameter Note
COM Select COM.
Function Select corresponding serial control protocol, serial function control protocol

have:
e General, use COM and mini terminal software to upgrade and debug.
e Control keyboard, via COM use professional keyboard to contol device.
e Transparent COM, use to connect PC, and send data.
e Protocol COM, when card no. overlaps, you need to set to this COM.

o Network keyboard, via Ethernet port use professional keyboard to contol

device.
Data Bit Default is “8”.
Stop Bit Default is “1”.
Baud Select corresponding baud rate length, default is “115200”.
Rate
Parity Default is “no parity”.

17.4.2.4 Auto Maintenance

User may self-set auto reboot system or auto delete file. Auto reboot system can set scheduled
reboot. Auto delete file can customize day to delete file, see Figure 17-25.
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Local Setup Auto Restart \ Al 02:00 =

DateTime Auto Delete Files v
{ Restat )
RS232 il

Auto Maintenance

Version

Figure 17-25
17.4.2.5 Version

View current device software version and SN.

17.4.2.6 Firmware Upgrade

Upgrade device program.

17.4.3 Link to WEB

User may link device WEB.
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18 Statistics

18.1 Statistics

DNA7000(DSS) Manager supports search of server statistics, device statistics, management
statistics, operation statistics and user statistics. The detailed steps are skipped here.

Overview

DNA7000(DSS) Manager supports real-time statistics of server and device online status, and
supports search for alarm history and channel real-time analytics of server and device.

1) Open Statistics>Overview interface. See Figure 18-1.

Figure 18-1

2) Click Details next to Device Real Time Online Statistics or graph below to enter
corresponding Statistics>Device>Device Online Statistics tab to view device real time
online alarm info.

See Figure 18-2.
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Figure 18-2

3) Click Statistics Type on the bottom in Overview interface. You will see Figure 18-3.

Statistics Type

Y
™

[ ]
[ ]
[ ]
[ ]
[]
[ ]
[ ]
[]
[]
[ ]
[ ]
[]
[]
[]
|

[ ]
[ ]
[ ]
[ ]
[ ]
L

Y
=

Figure 18-3
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4) Check designated type and click OK.

5) Enter start time and end time. Click Search to search corresponding type info.

18.2 Server Management

DNA7000(DSS) Manager provides server management. Server management has center unit

and distribution unit.

® (Center

» Dual hot spare not added

1) Open General>Server>Center Unit. User may see operation status of center unit host. See
Figure 18-4.

Center Server

Video Unit Status

Type:Home Server
Running Status: % Running

Enable Status: (& Enable

Picture Unit Status code Operation
Type:Home Server
Running Status: 2 Running. master V-]

Enable Status: @ Enable

Figure 18-4

2) Click '\, user may view name, server type, IP and status of center unit, video unit and
picture unit in main server center unit. See Figure 18-5.

Center Unit
PES(8001)
MGW(16001)
SC5{18001)
ADP(15001)
VMS(4001)
ASC(10001)
APP_S5(14001)
APP_MATRIX[9001)
APP_SMS(13001)
APP_MAIL(12001)
ADS(11001)
EAS(18101)

APP_SS
APP_MATRIX
APP_SMS
APP_MAIL
ADS{Alarm Dispatch Service)
EAS

Service Type

@ oOnline
@ Online
@ Online
@ Online
@ Online
@ Online
@ oOnline

@ Online

@ Online
@ Online
@ Online

@ Online

$5(1001) 55(Storage Service) @ Online
MTS(2001) MTS(Medium Transfer Service] @ Online
DMS(3001) DMS(Device Management Service) @ Online
MCDALARM(18001) MCD_ALARM @ Online
MCDGATE(21001) MCD_GATE @ Online
MCDLED(22001) MCD_LED @ Online
MCDDOOR(20001) MCD_DOOR @ Oonline [~]

» Dual hot spare added
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Click open General>Server Config>Center Unit interface, user may view center unit and spare
operation status of center unit. See Figure 18-6.

Figure 18-6

® Distribution unit

1) Open General>Server>Distribution Unit interface, user may view operation status of
master/slave mode server. See Figure 18-7.

Figure 18-7
2) Click 4 or x,user may edit or delete distribution unit.

Click ' user may enter initalization interface.

3) Click '\, user may view video server name, server type and IP status. See Figure 18-8.

Figure 18-8
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18.3 Video Quality Analytics

DNA7000(DSS) platform supports video quality analytics, first please set video analytics,
analytics task, analytics scheme on Manager, and then user may view result of analytics on
Client.

—_

) Login DNA7000(DSS) Manager.

2) Select Business>Video Analytics.

» Analytics item config: used to config video analytics.
» Task config: used to config video analytics task.

» Scheme config: used to config video analytics scheme template.

18.3.1 Config Analytics Iltem

1) Select Video Analytics>Video Analytics.

2) Click | I | System pops up Add Analytics Item Config box.

3) Configure name and select analytics item, see Figure 18-9.

Add Diagnosis ltem Config

S S

<]

<

Figure 18-9
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4) Click OK. The added analytics item is shown in Analytics Config interface. User may
modify and delete existing analytics item.

18.3.2 Configure Analytics Task

1) Select Video Analytics Config>Task Config.

2) Click | I | System pops up Add Task Config box, see Figure 18-10.

Add Task Config

Alternate Channel _M Selected Channel

- [Hag Device Name

Figure 18-10
3) Configure task name, single channel analytics overtime, analytics item config and etc.
Note:
Single channel analytics overtime: analytics of each channel required time.

4) Check alternate channel, and click Add to add channel below selected channel.

223



5) Click OK.

Configured task is shown in task config list. User may view, modify and delete added task.

18.3.3 Config Analytics Scheme

1) Select Video Analytics Config>Scheme Config.

2) Click | I | System pops up Add Scheme Config box.

3) Configure scheme name and check Enable.

4) Under alternate task box, select alternate task, and click | Add {0 add task to selected

task.
Note:
The system supports multiple task.
5) Configure task’s start time, see Figure 18-11.

Add Scheme Config

Alternate Task 3= Selected Task Task Conflict m Task Detail

taskl Task Name Start Time
14:37-00 )

Channel Name Dev
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Figure 18-11

6) Click OK. Configured scheme will be shown under scheme config list, user may modify and
delete added scheme.

18.3.4 View Video Diagnosis Result

1) Login DNA7000(DSS) Client.

2) Click W in Extension area. System shows Video Analytics>Abnormal Analytics
interface, see Figure 18-12.

| Digital Surveillance System |
Abnormality Analysis Diagnosis Results

= = 2 2 = Input contents
Latest Video Quality Diagnosis Abnormality Graph (select a statistics objectin the device tree on the right pane) L st

1y root
Channel Abnormal Times(times) 1] roo

H.Brightness L Brightness  Color Shift Contrast Definition Video Loss

Filter abnormal of current organization Key Word: _ Type v ( Filter )

Diagnosis Item Channel Name Device Name

Figure 18-12
3) Click Diagnosis Result tab, user may view all video analytics content.

See Figure 18-13.
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Display 9 Al Wi m HBrighiness W] m L Brighiness W] W Color Shit ¥ m Contrast W m Definition W [ Video Loss

ceywors [ ooy T Acton sius TR v (ter )

@ Nomal () Warning @ Abnomal @ Unknown & Device Offine

Figure 18-13

> Click E=3: view channel analytics history.

» Click ﬂ: view channel live preview.

> Click [2I: palyback channel record.
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190ther DNA7000(DSS) Manager Operations

19.1 Cascade

DNA7000(DSS) Manager supports cascading configuration. User may set Domain, Domain
Service of other zones. After cascading, user may manager lower organization and device.

Before configuring cascading, you must obtain the IP address and port where lower-level CMS
server is installed, and IP address and port where WEB server is installed.

1) Select Cascade>Domain. System displays Domain interface.

2) Click ! Add . System pops up Add Domain box, see Figure 19-1.

Add Domain

Figure 19-1

3) Input Name, CMS IP address, CMS port, CMS username, CMS password, WEB IP
address, WEB port.

4) Click OK. After configuration, select General>Org. Here user may view added domain or
device info. User may select Cascade>Domain Service to view online status of domain.
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19.2 System Config

19.2.1 Upload

DNA7000(DSS) supports uploading file to CMS.

1) Select System>Upload. System displays Upload interface.

2) Click + Add . System pops up Upload File box, see Figure 19-2.

Upload File

Figure 19-2

3) Click Browse to select file to upload.

4) Click Import to upload selected file.

19.2.2 Backup and Restore

DNA7000(DSS) supports config info backup to local PC, and restoration of the backup file.
Note:

Only system user can backup and restore.

19.2.2.1 System Backup

System backup detailed step:

1) Select System>Backup Restore, see Figure 19-3.
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Figure 19-3
2) Check info to backup. For example, Org, Account.
3) Click on Backup.
4) Click on Save, system pops up Save as box.
5) Select storage path and click on Save. System prompt when downloading is complete.

6) Click on Close.

19.2.2.2 Restore

User may select backup file to restore system.
1) Select System>Backup Restore.

2) Click on Browse in Restore area.

3) Select backup file.

4) Click on Restore.

5) Input password user “system”.

6) Click on OK.

7) System will restore, and system need to be rebooted.

19.2.3 Resource Re-Config

User may re-configure DNA7000(DSS) server resource and parameter.

19.2.3.1 Video Server
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1) Select System>Resource Re-Config.
2) Click Video Server.

3) Drag device on the left into server. See Figure 19-4.

Figure 19-4

° [T auto Allacation I: User may select one device, and click Auto Allocation so system

will automatically allocate device to one server.

| DRestorz

) : User may restore previous operation.

() E:Enter device name, click Search to search device.

19.2.3.2 Parameter Re-Config

User may modify device username, password and organization together.
1) Select System Config>Resource Re-Config.

2) Click Parameter Re-Config.

3) Indevice list on the left, check device.

User may select more than one device at the same time, and all of checked device will be
shown in the area at device to be batch modified.

4) Check Modify username password, to batch modify device username and password.

5) Check Re-config organization to batch modify device organization.
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6) Click Save.

231



20WEB Client

DNA7000(DSS) supports B/S format client. Via login WEB Manager, user may set local config,
preview, playback, TV wall and E-map.

20.1 Login WEB

To log in WEB:

1) In Internet Explorer, input IP address of DNA7000(DSS), and press Enter. System shows
login interface as in Figure 20-1.

Username

Password

User Type Admin hd

I:‘ Remember

DSS

Comprehensively enhanced shining new security platform

Login

Figure 20-1

2) Click n system prompts to download Plugin.exe.

3) Download and install Plugin.exe.

4) In Internet Explorer, input IP address of DNA7000(DSS), and press Enter.

5) Inlogin interface, input username and password. Select user type as Operator.

6) Click Login. See Figure 20-2.
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20.2 Setup

Please refer to Ch. 2.2.3.

20.3 Video Monitor

20.3.1 Preview

Please refer to Ch. 5.

20.3.2 Playback

Please refer to Ch. 6.

20.3.3 TV walli

Please refer to Ch. 9.
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20.4 Map

Please refer to Ch. 7.

Note:

> This manual is for reference only. Slight difference may be found in the user interface.
» All the designs and software here are subject to change without prior written notice.

» All trademarks and registered trademarks are the properties of their respective owners.
» If there is any uncertainty or controversy, please refer to the final explanation of us.

> Please visit our website or contact your local service engineer for more information.

> www.dantesecurity.net

» support@dantesecurity.net
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